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What’s wrong with 
this CCTV image?

CAMERA: #436
LOCATION: NEW BRIDGE 

TIME: 2009-01-16 11:55:57
COMPRESSION: H.264

MOTION DETECTION: ON
ACTIVE TAMPERING ALARM: ON

FRAME RATE: 30
RESOLUTION: D1

Actually, nothing. In fact, it may be the most usable 
CCTV image you’ve ever seen.
Without losing image quality, you can now enjoy most of the benefits of network video 
with your existing CCTV system. The solution is so simple, and so cost-effective, we 
wonder why nobody else offers it. Maybe it is because it takes clever engineering to 
achieve this kind of performance in large-scale video encoder installations, and a deep 
understanding of what really matters in video surveillance: reliable products, crystal-
clear images, and, not least, a future-proof system you can build on with network 
cameras. Clever engineering and deep understanding are two of our core assets. That’s 
why Axis is the world leader in network video.

It’s easy to get new IP functionality in your CCTV system.  
Visit www.axis.com/encoders to learn how. 
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AXIS Q7900 Rack is the only video 
encoder solution on the market that offers 
multiple, full-performance video streams 
in H.264 from up to 84 CCTV cameras 
simultaneously. 



RFID-Technology
for Innovative
Access Control

deister electronic GmbH
Hermann-Bahlsen-Str. 11
D-30890 Barsinghausen
Tel: +49 (0) 51 05 - 51 61 11
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• Double Security

Contactless access
control and biometric 
verification.

• High Flexibility

One reader for 
all proximity
technologies.

• Perfect Control

Secure and 
electronically
recorded
management of
keys and
valuables.

• High-Speed Access Control

Vehicle access
and car park
management for
indoor and outdoor
installation.

Editor's Note

The Other Side

times are well defended by the top dogs and 

their sheer market power.

Although my running mate works in the med-

ical and not security business, we both agreed 

that in the long run in all branches there are 

some market player’s that really deserve to be 

punished by the market and will disappear. Bad 

service, old-fashioned products, short-term think-

ing and a small-minded marketing are heavy 

burdens when you run up a hill. Thinking about 

this, both of us immediately had one of our com-

petitors in mind. And believe it or not, our 

thoughts about the crisis finally ended with a 

smile on our faces…        

Keep your head up high and enjoy reading this 

issue! Best wishes from the team of GIT Security 

+ Management 

Heiko Baumgartner 

It was really not my intention to add just anoth-

er editor’s note to the already endless list of edi-

torials about the economic crisis since I know 

well enough that you will probably read another 

two hundred comments on the crisis the next 

two weeks.

But while a friend and I were jogging last 

Sunday morning, he started to list all the things 

that improve during a crisis like this. It may sound 

cynical since most of us already are suffering 

from the economic downturn, but it seemed to 

me that some of his arguments did not only help 

us to through the wind and the rain on this lousy 

winter morning, but also seem to be true even 

the next day when I was sitting at my desk in the 

office.

The first thing that came up was the fact that 

under the economic pressure it is much easier to 

distinguish between business relationships that 

are reliable and those who only function when 

everything goes very smooth. For us it was good 

to see that the agency that works for our pub-

lishing house on the portals and our web page 

showed the same enthusiasm for our projects 

after we had to tell them that there is a delay in 

the approval of the budget for the next financial 

year. Their attitude reflected that they are reliable 

partners and finally they did get the order for 

two new projects. On the other hand we all have 

to accept that some of our former business ‘part-

ners’ have forgotten our names very fast since 

times have been getting tougher.

At a first glance a difficult market environ-

ment seems to affect all companies. But when 

you have a closer look, there are good chances 

for dynamic companies.

With a lean management it is possible to ex-

pand faster into new markets that in normal 
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No matter if during daytime or at night - 

reliable technique is first priority. It‘s 

essential to be 100% sure that your 

premises are  safe, particularly in the dark.    

We are here for you.

Have a nice evening...

A true night watch - EZ 550 1/3“ outdoor IR camera
high resolution (530 TV lines), IR distance up to 70m with 
additional IR illuminator EIR 100, motorised 6~50mm DC 
varifocal lens, integrated 4-zone motion detection, RS-485 
interface, IP66 outdoor housing ...

EverFocus Electronics AG  | Fon: +49 (0) 2822 – 9394-0  | www.everfocus.de

high resolution (530 TV lines), IR distance up to 70m with 
additional IR illuminator EIR 100, motorised 6~50mm DC 
varifocal lens, integrated 4-zone motion detection, RS-485 
interface, IP66 outdoor housing ...

Focused on you!
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Pelco to Exit Access Control Business 
Pelco President and CEO Dean Meyer announced that his Company “has initiated 
the necessary planning to exit the electronic access control (EAC) business with our 
Intelli-M product line. This decision requires that we explore the options to sell or 
spin-off the Intelli-M EAC business, as well as to close the EAC business in its en-
tirety.” He stated that “as the general economic outlook continues to worsen and as 
forecasts call for a prolonged challenge throughout 2009, we as a company are 
forced to continually adapt to market demands.” According to management, 
employees impacted by this decision have been informed, and those placed on lay-
off status will be offered severance, outplacement and counseling services. 
www.pelco.com

STAC Approves L-3 Explosives Detection System
L-3 Security & Detection Systems announced that their Examiner SX explosives de-
tection system (EDS) has been approved by the Service Technique de l’Aviation Civile 
(STAC), the engineering department of France’s aviation regulatory agency, for com-
pliance with the European Union Commission Regulation Standard 3. STAC tests and 
approves the performance of systems and equipment contributing to aviation safety 
and security. Using 3-D Continuous Flow CT technology from Analogic, the system 
generates high-resolution 3‑D color images in real time. Advanced image enhance-
ment and threat assessment tools, including 360-degree rotational views of entire 
bags and individual threat objects, enable operators to quickly and confidently in-
spect aircraft-bound baggage.
www.L-3Com.com/SDS 

Multipix UK Distributor for Sanyo 
Multipix Imaging have been officially appointed as a Sanyo distributor for UK and Ire-
land. This extends the product portfolio that Multipix Imaging is offering to OEM and 
System Integrators, which includes IP cameras, domes, DVR/NVR’s, lenses, lighting, 
switches and repeaters. Although the company has a focus on IP products, the range 
also includes the very latest in analogue auto-focus zoom cameras and PTZ domes. 
www.multipix.com

Preventing Acts of Piracy 
A high-level meeting in Djibouti has been convened by IMO to help address the 
problem of piracy and armed robbery against ships off the coast of Somalia and in 
the Gulf of Aden. The meeting was opened by IMO Secretary-General Efthimios E. 
Mitropoulos, and the Prime Minister of Djibouti, Mr. Dileita Mohamed Dileita. It was 
expected to conclude and adopt a regional agreement to assist countries in the re-
gion to build capacity to suppress piracy and armed robbery against ships in the 
Western Indian Ocean and the Gulf of Aden. The event followed from earlier regional 
meetings, including the Subregional seminar on piracy and armed robbery against 
ships and maritime security held in Sana’a, Yemen, in April 2005; the Follow up sub-
regional workshop on maritime security, piracy and armed robbery against ships 
held in Muscat, Sultanate of Oman, in January 2006; and the IMO subregional meet-
ing on piracy and armed robbery against ships in the Western Indian Ocean, held in 
Dar es Salaam, United Republic of Tanzania, in April 2008. 
www.imo.org

Genetec and HID to establish Distribution Partnership 
Genetec has partnered with HID Global to provide a full line of Fargo brand card 
printing solutions for its IP access control solution, Synergis. Genetec, a long-stand-
ing OEM development partner of HID Global, will now carry the HID Fargo brand’s 
full line of card printers and associated supplies and accessories. This will comple-
ment Genetec’s existing offering, which includes HID’s full line of Edge and VertX 
Network Access Control solutions, cards and readers.
www.genetec.com �

Building of the Year Awards for Salto
Two hotel projects in Bulgaria, the 
Hotel Metropolitan-Sofia and the 
Park Hotel Pirin-Sandanski, have 
won awards in the 2008 Building of 
the Year contest for their advanced 
Salto Systems access control instal-
lations. The Building of the Year 
awards ceremony, held at Sofia’s 
Ivan Vazov National Theatre and broadcast live by Bulgarian National Television, is 
sponsored and organised by Euromarket Construction and recognises excellence in 
the field of construction and architecture in Bulgaria. 
www.saltosystems.com 

Seetec Increases Market Penetration in EMEA
According to the results of the recent 
IMS report from November 2008, 
Seetec has been successful in achiev-
ing a stronger position in the EMEA 
region; improving its market position 
with a market share of around 20% 
and moving up into second place 
within the sector of pure software 
manufacturers. According to the 
Company’s management, this is a 
confirmation of it’s strategy of striv-
ing for technology leadership in the Full IP Video Management sector. In this regard, 
the support of a large number of cameras and hardware products from all the lead-
ing manufacturers, together with a high depth of integration, are of extreme impor-
tance for the Company. As the trend shows, the Company says, IP video is no longer 
just a technologically ambitious niche market but is an accepted standard within the 
video surveillance industry. 
www.seetec.eu 

Videotec Appoints New Vice President 
Gianni Viero is the new VP of sales for Videotec in USA. 
He is based in the Company’s US subsidiary located in 
Totowa, NJ and will be responsible for the customers in 
North America. Gianni Viero has been with the Compa-
ny for almost twelve years in the position of country 
sales manager for UK and Eastern Europe, where he 
gained extensive experience of the market. i holds a 
Bachelor in Political Science from the Bologna Univer-
sity and a Master of Business administration. Enrico 
Dani, sales director at Videotec Spa, Italy Headquarters 
says: “Gianni is a well-experienced, skilled sales manager with a great focus on cus-
tomer needs. Gianni will continue the process of setting up a complete sales net-
work in the US.” 
www.videotec.com

Intellio for Hugo Boss Zagreb 
The security system of Hugo Boss store 
in Zagreb is equipped with intelligent 
retail functionality developed by the 
Hungarian manufacturer Intellio. Deb-
uting in the fashion industry, the intel-
ligent security system not only sends 
alerts in case of security events, but it 
is also capable of tracking customers’ 
paths and counts traffic inside a retail 
facility. The system installed for Hugo Boss Zagreb is in one part a security and an-
other part a marketing tool for retailers. The solution combines retail and security 
services on the same platform and infrastructure.
www.intellio.eu 
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Samsung Techwin: Three-year Warranty on CCTV Products 

Samsung Techwin has announced a three-year Warranty on all its CCTV products. 
“Our products are highly reliable and we are pleased to pass on the benefits of this 
reliability to our customers,” said James Smith, Marketing Manager for the Compa-
ny’s European professional security division. “In itself this extension to our warranty 
terms is significant but it also complements a whole raft of added value services that 
we have recently introduced to support our product range. For example, in the event 
that something does go wrong, we offer a five-day turnaround promise for all prod-
uct repairs to give our clients and end-users complete peace of mind.” 
www.samsungcctv.com

Video Analytics on the Camera
Iqinvision announced the release of a 
firmware upgrade that enables cus-
tomers to run the complete suite of 
Viasys video analytics on the Compa-
ny’s Pro Line series megapixel network 
cameras. Today, most video analytics 
software products run on remote serv-
ers, not on the security camera. This 
approach requires high-resolution im-
ages to be streamed across the network and limits the number of video channels 
that can be analyzed. Running the Company’s software for intruder detection, perim-
eter security, and alarming on it’s intelligent cameras minimizes the amount of video 
data sent over the network and substantially reduces the amount of processing the 
server has to handle. 
www.viasys-iv.com �

BSIA Guide to Access Control 
The British Security Industry Associa-
tion (BSIA) has published a guide to 
aid decision makers in the application 
of access control systems, which cov-
ers the use of such systems in offices. 
“The average office is not only made 
up of staff who will be there on a daily 
basis, but also visitors and other non-
permanent staff who will require access to specific areas at specific times,” says 
BSIA Access Control Section Chairman, Mike Sussman. “Access control systems offer 
a versatile and cost-effective way to regulate entry to premises. The guide covers the 
principles and application of access control, as well as providing practical examples 
of its successful use in offices.”
www.bsia.co.uk/accesscontrol

Apollo Fire Detectors for £43 Million Office 
Fire detection from Apollo Fire Detectors 
has been specified for a new £43 million 
commercial development in London’s West 
End. Once completed, 8 Fitzroy Street, W1 
will become the London base of Ove Arup, 
the global firm of designers, engineers, 
planners and business consultants. The 
contract to supply the building’s fire sys-
tem, which is being installed in two phas-
es, was awarded to Titan Fire & Security. Tony Tutton, Business Development Manager, 
says: “Ove Arup is a very important client for us and the project had very strict require-
ments. A fire system based on Apollo’s Discovery range was specified which provided 
a flexible and fully compatible solution.” The Discovery range allows for the provision 
of different levels of sensitivity depending on the needs of the space to be protected. 
www.apollo-fire.co.uk 

Seven-star Hotel Atlantis Protected by Traka
The new seven-star hotel Atlantis, 
Palm Jumeirah in Dubai, opened re-
cently in spectacular style, and to 
much media acclaim. Behind the 
scenes, it is the proven and highly ver-
satile Traka L Series systems that are 
being used to provide effective man-
agement control of keys and to moni-
tor the access to, and utilization of, 
assets and equipment throughout this hotel. Coinciding with the opening, Managing 
Director John Kent was part of a UKTI Trade Mission to the Middle East and Dubai, 
led by Lord Digby Jones. 
www.traka.com

Comnet Names New Business Development VP
Communication Networks of Danbury, Connecticut, do-
ing business as Comnet, has hired Bruce M. Berman to 
be Vice President of New Business Development. He 
will be responsible for the company’s entry into new 
markets. Markets such as factory automation and in-
dustrial control, electric power transmission and distri-
bution, and transportation and infrastructure provide 
opportunities that hold great potential for fiber optic 
transmission products, and Berman will be charged 
with focusing the product sales within them. Berman 
held the role of Transportation/ITS and Infrastructure Sales Manager for the former 
IFS before it was absorbed into GE Security. 
www.comnet.net 

Joel Schaffer Product Management Director for Mace 
Mace Security International has hired Joel Schaffer as its Security Division’s Director 
of Product Management. Mr. Schaffer was previously the head of the product man-
agement function at GVI Samsung, and, prior to that, he managed a product line for 
the American Dynamics Division of Tyco Security Products. Mr. Schaffer will be re-
sponsible for directing the future growth of the Company’s security product line. 
www.mace.com 

Ioimage Names New CEO
Ioimage announced that Zeev Farkash, VP of Global 
Sales and Customer Services, has been appointed Chief 
Executive Officer. Mr. Farkash replaces Roni Kass, the 
Company’s founder and CEO who has taken on the role 
of President in order to focus more on strategy, corpo-
rate vision, and long-term growth. Under Mr. Kass’ di-
rection, the Company has grown from its inception in 
2000 to become the world’s leader for intelligent cam-
eras and encoders with over 37% of the market (ac-
cording to IMS), operating in 35 countries with more 
than 100 partners. Mr. Farkash has over 14 years of experience in business develop-
ment, sales and marketing in the security and surveillance fields, as well as in semi-
conductors, IT and communications. 
www.ioimage.com 
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Indigovision Protects Penang Island
IndigoVision’s complete end-to-end 
IP Video technology is at the heart 
of a new integrated public safety 
system on Penang Island. Its capital 
Georgetown attracts many tourists 
and as with other city centres 
around the world it faces a complex 
security environment, including 
criminal activity and traffic issues. 
The new CCTV surveillance project 
was designed and installed by the Company’s local Approved Partner Cyberguard 
Systems for the Municipal Council of Penang Island. The system consists of 31 PTZ 
dome cameras connected via a wireless IP network monitoring the whole of the 
Georgetown area. The cameras are focussed on crime and traffic hot spots such as 
tourist areas, banks, petrol stations, traffic intersections and commercial centres.
www.indigovision.com

Hikvision Provides Security for Tejarat Bank
Tejarat Bank chose to use DS-
8000HCI-S series Network DVR from 
Hikvision Digital Technology. In total 
of 1000 sets DVRs are installed in all 
the banks located in major cities of 
Iran such as Masha, Rasht, Esfehan 
and Shiraz. Tejarat Bank is one of 
the biggest banks in Iran. With over 
2,000 branches maintained through-
out Iran, the bank needs to provide convenient services every day to hundreds of 
people in different locations, and to create a secured environment to safeguard cus-
tomers, employees, and assets. Considering the branches are located in different cit-
ies, a centralized surveillance platform that supports high quality video recording 
and high-definition playback is highly required. It will enable security staff to easily 
get to know the security status in real-time, as well as to tackle against theft and 
crime externally and internally. 
www.hikvision.com

Comnet Expands Global Footprint
Comnet, announced the opening of 
its first international office. Com-
Net Europe Ltd has been opened in 
Leeds, UK. This office will support 
the Company’s efforts in Europe, 
the Middle East and Africa. This of-
fice will contain the administration, 
sales, technical support, and cus-
tomer care functions for that area. In addition, the Europe facility will stock and dis-
tribute the firm’s products for Europe, the Middle East, Africa and Asia. This will sig-
nificantly shorten delivery to customers through out the region. Comnet Europe will 
focus on providing connectivity and communications network solutions to the Secu-
rity, Intelligent Transportation and Factory Automation/Industrial Control Markets. 
www.comnet.net 

L-3 Develops System to Detect Shielded Nuclear Material
L-3 Security & Detection Systems has been awarded a contract by the US Depart-
ment of Homeland Security (DHS) Domestic Nuclear Detection Office (DNDO) to de-
velop a secondary inspection system to clear or detect nuclear material in containers 
that do not pass primary inspection. The contract, which was awarded under the 
Shielded Nuclear Alarm Resolution (SNAR) program, has a total value estimated at 
US-$8.5 million. Using the Company’s material discrimination expertise and detec-
tion algorithms, this relocatable system will identify isotopes of nuclear material. 
This enables the system to distinguish between normal cargo materials and real 
threats, ensuring that containers with well-shielded and well-masked threats are not 
cleared for acceptance. 
www.L-3Com.com/SDS 

Pelican Acquires Hardigg 
Pelican Products announced the acquisition of long-time competitor Hardigg Indus-
tries, a manufacturer of roto molded protective cases. The transaction is valued at 
approximately US-$200 million. Pelican Products was supported in the acquisition by 
the New York and San Francisco based private equity group Behrman Capital. Collec-
tively the new entity will employ more than 1,500 employees. Pelican Products will 
operate in 12 countries, have 22 offices globally and maintain six manufacturing lo-
cations throughout Europe and North America. It is well capitalised for future growth 
and will drive to a half billion US-$ of revenue over the next few years. The Hardigg 
brand name will continue to identify the company’s roto molded shipping cases. 
www.peli.com 

NVT Expands European Customer Support 
Network Video Technologies (NVT) has appointed 
Catrina Trim to the role of EMEA Sales Coordinator. The 
new role will see her supporting the company’s cus-
tomer base throughout Europe, the Middle East, Africa 
and Russia. Commenting on her new position: “My 
core objective is to help customers achieve the multiple 
cost and performance benefits.” 
www.nvt.com 

Milestone Expands Partner Program 
Milestone Systems strategically builds new facets into its global business model. As 
of 2009, the Company is extending the Channel Partner Program to four levels of 
expertise, performance, and support: Bronze, Silver, Gold and Platinum. These 
achievements are reached and rewarded through the certification training, lead 
management, earning incentives, implementation successes, and participation at the 
bi-annual Milestone Integration Platform Symposium (MIPS) events. In addition to 
the extended Partner Programs, the Company is also instating procedures in the in-
direct sales model that will provide greater transparency between the company and 
end users. 
www.milestonesys.com�

Central Europe Organisation for Lenel 
Since January 1st, 2009, Lenel Systems International created a new sales region for 
Central Europe. This new European region includes Germany, Austria, Switzerland, 
Netherlands, Belgium and Luxemburg. Frank Kuijpers is promoted to the new posi-
tion as Director of Central Europe. This is a new region that is split out of the North-
ern & Eastern Europe region lead by Lars Pedersen, and a small part of the France & 
Belgium region lead by Claude Azzarello.
www.lenel.com 

Fire Protection for Prisons
Xtralis announced that its Icam aspirating smoke detection system is being used by 
Her Majesty’s Prison (HMP) Service to protect prisoners and staff at 35 prisons 
throughout the United Kingdom. HMP manages more than 130 prisons in England 
and Wales with a population of more than 81,000 inmates. Delivered in conjunction 
with the Company’s partner Eurofyre, HMP has deployed the early warning fire de-
tection units with vandal-resistant sampling points. Smoke and fire can be detected 
and investigated immediately and appropriate suppression methods deployed. “The 
advantages of having an ICAM sampling point in every cell is that fire detection and 
response can be initiated quicker, and the systems are vandal resistant,” explains 
David Davies, director of Eurofyre.
www.xtralis.com 
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God’s Voice in Ottawa 
CCTV solutions from Dedicated Micros 
including DVRs, and the latest Transvu 
mobile technology, are at the heart of a 
Proactive Audio-Video (PAV) surveillance 
system helping to protect the public 
parks, swimming pools and other areas 
of the Canadian capital city, Ottawa, from 
the safety and security issues caused by 
vandalism, drug use, drinking, graffiti and other inappropriate activities. A real-time 
video feed to the city’s 24-hour operations centre enables security operators to as-
sess the situation and verify the alarm before diverting first response personnel to 
take action. A loudspeaker system allows security to call the site and direct the 
person(s) to leave the area, informing them that they are under surveillance – called 
by some the “Voice of God.” 
www.dedicatedmicros.com 

Samsung Techwin Appoint Product Manager
Samsung Techwin’s Professional Security division has 
appointed Peter Ainsworth as European Product Man-
ager. Peter joins Samsung Techwin having spent the 
previous thirteen years working for Norbain where for 
the last eight years he was Vista Product Manager. 
Commenting on his appointment, Peter said: “The in-
novative new products which Samsung Techwin will be 
launching over the next twelve months are specifically 
designed for the professional security industry and will 
underscore our position as one of world’s leading CCTV 
manufacturers. I am very much looking forward to be-
ing part of the team that will bring these exciting new products to market.” Peter’s 
role will include working closely with Samsung Techwin’s customers to identify mar-
ket trends to ensure the company’s roadmap reflects market requirements. 
www.samsumgcctv.com

Cummings Assumes Asis Presidency 
Michael R. Cummings, CPP, has advanced to the presi-
dency of Asis International. Cummings has been in the 
security field since 1973. He spent the first 12 years in 
retail and has practiced in health care since 1985. His 
current position is Director of Loss Prevention Services 
for Aurora Health Care in Milwaukee, Wis. He has 
served in this position since 1987. Cummings sees both 
challenges and opportunities for Asis International and 
the security profession in 2009. “In addition to re-
sponding to the protection needs of our organizations 
in light of the macro economy, a growing reality is the overall complexity of the 
world we live in relative to security,” he says. To meet the needs of the ASIS mem-
bers, he sees the need to be creative in partnerships and development of resources. 
“Establishing both formal and informal relationships with like-minded organizations 
is one approach,” he adds.  
www.asisonline.org

Voice for UK Supervision Sector

The British Security Industry Association has hosted the inaugural meeting of its Lei-
sure Industry Security Section, giving a formal voice to the door supervision sector in 
the UK. BSIA Chief Executive, John Bates, comments: “Door supervision is an im-
mensely important area of the private security industry and since the regulation of the 
sector, levels of professionalism have heightened considerably. The BSIA is delighted to 
welcome a number of the leading companies into membership and is looking forward 
to using its extensive expertise and experience to tackle the issues that face the sector 
and improve best practice.” The founding members of the Section are: Phoenix Securi-
ty UK, Regency Security Services, Security Specialist Group, and UK Security Facilities. 
www.bsia.co.uk 

Partnership of Legic and PYV for Spain
A new partner agreement will give 
end-users on the Spanish market ac-
cess to a variety of multi-functional 
solutions covering access control, 
time & attendance, IT access and bi-
ometric applications, using Legic’s 
contactless smart card technology 
for personal identification. Legic 
Identsystems has signed a licence 
agreement with PYV, leading system 
integrator for time and data control 
solutions in Spain. End-users will 
benefit from this partnership by getting access to a large range of advanced contact-
less Legic based solutions. This partnership supports Legic’s strong development in 
Spain. PYV has a broad solution portfolio which will be further strengthened by inte-
gration of the Legic contactless smart card technology. In the future, the system inte-
grator will be enabled to introduce Legic based solutions at its customers. These so-
lutions allow the combination of many different functionalities in the field of access 
control, time & attendance, IT access and biometrics on one single credential. “This 
partnership will lead to the development of cutting-edge contactless solutions, uti-
lizing the presence that PYV has in the Spanish market”, said Dr Otto Eggimann, 
Vice President Sales & Business Development of Legic.
www.legic.com�

Videor with 2008 Vision Award for EMEA
Videor is the recipient of an Aimetis 2008 Vision Award 
as Distributor of the Year for the EMEA Region. The 
award is in recognition of the company’s exemplary 
sales performance together with an innovative and con-
sistent approach to promotion and support of the 
Aimetis brand and products. Videor was selected from a 
peer group of Distributors serving more than 60 coun-
tries around the globe. „Being awarded the 2008 
Aimetis Distributor of the Year title confirms to us that 
we are meeting the needs of our customers with an 
outstanding offering of IP-based video surveillance 
products”, expressed Michael Haas, General Manager, 
Videor E. Hartig GmbH. „We are optimally positioned to 
not only help customers make the transition from ana-
log CCTV to IP video management, but are also able to 
provide video analytics, which is an increasingly impor-
tant aspect of video surveillance solutions. By offering 
surveillance software in combination with competent 
advice and other value-added services, Videor is a spe-
cialist in providing intelligent video surveillance prod-
ucts for a variety of applications.” “The Aimetis Vision 
Awards recognize the incredible value our channel part-
ners bring to the ongoing success of Aimetis,” said Marc 
Holtenhoff, Aimetis Chief Executive Officer. Videor has demonstrated that they share 
in our vision for delivering high performing, cost-effective and easy-to-use solutions 
that allow end-users to migrate from analog CCTV to intelligent, IP video surveillance 
at their own pace. It is a privilege to recognize their dedication and success.”
www.videor.com�

Alberto Santabárbara, Director Comer-
cial of PYV, is looking forward to a  
fruitful partnership.

Michael Haas, Videor

Marc Holtenhoff, 
Aimetis
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TRADE SHOW

Meeting in 
Moscow
A Civil Security Exhibition 
Joins an Established  
State Event

of civil security. Visitors will be able to view the 
latest developments in, amongst others, building 
fire protection, fire alarms and detection sys-
tems, intruder alarm and control systems, per-
sonal protection equipment, document and 
property protection devices, special vehicles and 
equipment together with terror and catastrophe 
protection.

“This is an ideal complement to Interpolitex 
which, with 50,000 visitors and over 500 exhibi-
tors, ranks amongst the most important events 
for state security in Europe,” said Oleg Werner, 
Deputy Director of Bizon at the signing of the 
agreement. “Together with Security, the leading 
international civil security exhibition, we make a 
strong team.” Apart from the rapidly increasing 
general market demand, Werner also sees the 

The first ever ‘Security Russia’ event 

will take place in Moscow between  

27 and 30 October 2009 together  

with the ‘Interpolitex’ exhibition.  

A cooperation agreement was signed 

between the Messe Essen and the 

Russian event organizer Bizon  

during the recent ‘Security’ exhibition 

in Essen.

The creation of the new event at the All-Russia 
Exhibition Center is well justified as some sec-
tors of the Russian security market are growing 
at a phenomenal 35 percent annually. “We pro-
vide our exhibitors an excellent opportunity to 
make serious new contacts with the Russian 
market and to develop existing ones,” com-
mented Egon Galinnis, Director of the Messe Es-
sen, on the significant potential that participa-
tion in the Security Russian event will offer to 
internationally oriented companies in the secu-
rity and fire protection industry. 

A number of Russian state authorities sup-
port the Interpolitex and international organiza-
tions such as NATO and Interpol will be present 
too. In fact, this event is the only security gather-
ing that enjoys state recognition and is present-
ed by official decree of the Russian government. 
This solid presence provides an ideal platform 
on which to base the new civil-based ‘Security 
Russia’ event.

Mutually Beneficial Partnership
According to Galinnis, they have found the ideal 
partner in Bizon, the Russian exhibition organiz-
er that has already arranged the Interpolitex for 
the last twelve years. “The combination of the 
Security Russia and the Interpolitex events pro-
vides the best starting conditions for our new 
foreign project.” While the 13th international In-
terpolitex event concentrates on technologies 
and equipment for state security, the simultane-
ous Security Russia event will handle all aspects 

2014 Winter Olympics in Sotchi as a significant 
business driver. “Security technology is in great 
demand in Russia, and of course also in conjunc-
tion with this world event.”

Founded 70 years ago, the All Russian Exhibi-
tion Center in Moscow now hosts 150 exhibi-
tions annually, around 30 of which are interna-
tional. Visitors and exhibitors alike can choose 
from a comprehensive list of services, backed by 
an experienced organizing team.

Management

C o n t a C t2

Messe Essen GmbH, Essen, Germany
Tel.: +49 0201 7244 0 · Fax: +49 0201 7244 248
info@messe-essen.de · www.messe-essen.de
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EVENT

The Security Industry Gathers in Moscow
MIPS 2009

This year, the event will be split into six major 
sectors: CCTV, alarms, access control systems, 
fire safety, safety at work and emergency and 
rescue. Mr. Sobolev explains, “These sectors 
have been introduced to ensure that exhibitors 
have the best opportunity to meet their target 
audience and to help visitors locate the compa-
nies that most interest them. Exhibitor feedback 
prompted this move and, so far, the response 
from our regular exhibitors has been extremely 
positive.” 

New in 2009: Cardex 
Furthermore, for the first time ever, Cardex – the 
International Smart Card & IT Security Exhibition 
– will be co-located with MIPS 2009. The event 
will showcase a wide range of products and 
services, including plastic card production and 
personalisation equipment, software for elec-
tronic bank operations and network manage-
ment, components for manufacturing various 
types of cards, bank machines, identification and 
authentication means, electronic signatures and 
biometric systems of image recognition. Cardex 
is a specialised forum, introducing the most re-
cent achievements in plastic cards industry and 
the latest technologies for information security. 
The event will allow the visitors to see new 
smart card technologies, whilst enabling the ex-
hibitors to gauge demand and explore possible 
partnerships in banking, insurance, telecommu-
nications, social services, hotel and restaurant 
chains and state institutions. 

The Russian security industry has a well-es-
tablished network of distributors (many of whom 
are also installers and solution providers) who 
are placing large orders with international sup-
pliers, particularly those who offer flexible, com-
plex and specialised products, which are rarely 
available from local producers. This goes some 
way to explaining the significant international 

In April every year, key members of 
the security industry in Russia and the 
CIS gather to discuss trends in the 
industry and test out the latest 
offerings from domestic and 
international suppliers. The venue for 
this annual gathering is the Moscow 
International Security and Safety 
Exhibition – MIPS. MIPS was launched 
when the Russian security market was 
in its early stages of development and 
since then, it has mirrored the 
dynamic growth of the industry.

In 2008, MIPS grew by over 28% – a sign of the 
huge increase in demand for security systems in 
Russia over the last few years. The threat to 
property, industrial sites, banks, educational fa-
cilities and transportation is rising from all sides. 
Meanwhile, the technical competency of Russian 
criminals is growing and terrorist activity contin-
ues to be a major concern. These factors, along 
with a more general rise in concern about secur-
ing personal property, have led to a greater in-
terest in preventative measures.

The Russian Security Market
Ilya Sobolev, Senior Event Manager for MIPS be-
lieves that international companies are identify-
ing many new opportunities in the Russian secu-
rity market. “Russia has a very dynamic security 
market at the moment. International companies 
can make huge gains if they can identify and act 
on opportunities when they arise. This is where 
MIPS can help. By discussing the market with 
those who have a deep understanding and ex-
perience of the security industry in Russia, our 
participants can be one step ahead of their com-
petitors.”

The profile of MIPS has changed over the last 
15 years, reflecting the Russian security industry. 

interest in the event. In 2008, MIPS alone fea-
tured companies from 22 countries and national 
groups from China, Finland, Italy, Korea, Taiwan 
and UK. In fact, Russian manufacturers account 
for just 15–18% of MIPS participants, which re-
flects the demand for international products, 
seen to be more reliable and better quality than 
domestically manufactured products. 

By co-locating MIPS & Cardex, the event will 
satisfy the cross-over of audiences from both in-
dustries, and all exhibitors will benefit from 
dedicated and joint promotion to maximise tar-
get publicity.

The exhibition has a further appeal – its 
event programme. A number of events are held 
alongside the exhibition, including seminars and 
the MIPS & Cardex conferences, which are at-
tended by high-profile representatives from gov-
ernment bodies, industry associations and influ-
ential companies. The conferences are a great 
opportunity for delegates to find out about the 
latest government regulations regarding security 
issues and meet valuable new contacts.

This year, MIPS is celebrating its 15th anni-
versary and new sections have been introduced, 
which are Fire Safety & Fire-Fighting, Access 
Control Solutions & CCTV & Video Surveillance. 
A new pavilion has been added to accommodate 
the growing exhibition. The event will take place 
on 13–16 April 2009 in Pavilions 1 and 8 of Ex-
pocenter in Moscow. 

Management
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Simona Jevdokimovaite
ITE Group Plc
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simona.jevdokimovaite@ite-exhibitions.com
www.securityshows.com
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EVENT

IIPSec 2009
David Cawkell, Managing Direc-

tor of SeSys Ltd, commented that 
these two Major awards received 
for the Torch Camera, confirmed 
that our market research with feed-
back from our customer base has 
justified the Product development.

The IP in Security – Software 
Award Winner was Dedicated Mic-
ros with its Emergency Messaging 
and Mass Notification System. It is a 
user friendly capability that enhanc-
es DM’s NetVu system to incorpo-
rate emergency messaging & mass 
notification. In the category “Appli-
cation Award Winner” CEM System’s 
Heathrow airport Terminal 5 project 
was chosen by the jury. A large scale 
access control project using over 
1,000 IP card readers with advanced 
smart card technology for the new 
terminal 5 at Heathrow airport.

The IP UserGroup Product of the 
Year Award was given to Mobotix 
for their Q22 360 Degree IP Camera. 
The elegant, ultra compact and 
weatherproof IP dome camera is of-
fering a 360° allround view to cap-
ture an entire room, a panorama 
function and a quad view to show 
images from four different angles 
simultaneously, the Q22 can be used 
in all new scenarios.

This years IIPSec in Coventry was a 
good opportunity for security pro-
fessionals especially interested in 
IP technology to see the latest net-
worked technology and it’s appli-
cation within integrated security. 
The show and conference at the 
NAC Stoneleigh is certainly one of 
the few events where one can 
spend quality time with experts 
and were networking on a high 
level is possible. According to 
IIPSec Director Paul Hennings, the 
pressure of the global situation has 
taken its toll on the event but the 
exhibitors were once again ex-
tremely pleased with the quality of 
the visitors and delegates. 

IP in Security Innovation 
Award 2009	
During an award dinner at the Cov-
entry Hilton Hotel the organizers of 
the show were delighted to an-
nounce and congratulate the IP in 
Security Innovation Award winners 
and finalists. The IP in Security Inno-
vation Award Winner was SeSys with 
its Torch Camera. The product was 
also awarded the Winner of the Best 
of the Best IP in Security Award. The 
Torch Camera is a complete digital IP 
camera that is simple to install and 
use. Comprising a high resolution IP 
camera, storage module, smart rout-
er, a standard mobile SIM card and a 
battery, the camera is ready to go.

CEM Systems was awarded for the Heathrow airport Terminal 5 project

Winner of the Best of the Best IP in Security Award: Sesys

Mike Lewis from Mobotix receives the Product of the Year Award from  
Andy Hennings

IP in Security – Software Award Winner: Dedicated Micros

Management
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info@IIPSec.com
www.IIPSeconline.com
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EVENT

Sicurezza and Sicurtech Expo  
as World Meeting Place

Security and Safety represent two sectors 
that in the period in which we live, characterised 
by insecurity, both global and local, are becom-
ing more an more important. Flagship of the two 
exhibitions was the ability of presenting organi-
cally the cutting-edge innovations in these sec-
tors, using an effective combined formula where 
the two events represent the innovation engines 
both for the products exhibited and for the con-
ference offer.

Among the products displayed a system for 
safe escape in the event of a fire emergency, 
easily usable by everybody, including children, 
wireless alarm systems, innovative workwear 
clothing featuring unique technologies and clas-
sic products fully functional but presenting a 
brand new catchy design.

New Conference Focus
The presence of Institutions and of all the Secu-
rity Forces had great relevance for the events, 
which have been visited also by the Undersecre-
tary for Economy and Finance Luigi Casero: all 
the Security Forces involved carried into the ex-
hibitions man and vehicles, instruments and 
cutting-edge technologies of recent application 
for the security of citizens, of the Nation and of 

all the critical infrastructures, giving the profes-
sionals visiting the exhibitions the possibility to 
get a direct experience of the most interesting 
market novelties. Like the non-pollutant electric 
car, which enables to monitor the walking per-
sons or the remote controlled plane inspecting 
the territory and controls its security.

“Sicurezza and Sicurtech – underlined indeed 
the Governor of Regione Lombardia, Roberto 
Formigoni during the opening conference – rep-
resent very important opportunities to learn how 
the technology evolutions related to the field of 
security and safety reach nowadays remarkable 
levels, and support the security sector reform 
that the Lombardy Regional Authority has im-
plemented in these years on a wide territory 
comprised of more than 10 millions citizens”.

The new conference focus of international 
interest was represented by the topical subject 
of Homeland Security, encompassing products, 
systems and services for global security, a theme 
which, declined in different frameworks, offered 
an opportunity for sharing experiences at Na-
tional and International level, where the most 
advanced Countries in terms of this specific sec-
tor were invited to present their best products 
and systems

Safety and Security
In the very rich conference activity, one of the 
main actors has been, inter alia, the subject of 
health and safety at work: on the construction 
sites, in the transport of hazardous goods, in the 
industrial plants and in other critical situations.

In this sector, ASL Città di Milano organised 
very interesting conferences. The first one, pro-
moted with IPA International Police Association, 
presented “Accidents prevention on construction 
sites. The training of the Police force engaged in 
accident prevention on construction sites”; the 
second, “Safety management in large scale con-
struction work”, organised together with Fiera 
Milano Tech.

Expressly in consideration of the high-status 
profile reached by the two exhibitions, Regione 
Lombardia held on the morning of 28 November, 
closing day of the event, The General Assembly 
for Security concerning the Region of Lombardy, 
which provided an opportunity for debate on 
the topics related to Civil Defence, Local Police 
and health and safety in the workplace

The next edition of Sicurezza and Sicurtech Expo 
will take place in fieramilano from 23. to 26. No-
vember 2010.

The exhibitions Sicurezza and 
Sicurtech Expo, encompassing a 4-day 
of business, professional update, 
training and technologies and closing 
today, made the point in the world of 
security and safety, having had 
respectively 563 exhibitors at 
Sicurezza (including direct exhibitors 
and respresented Companies), of 
which 193 from abroad, and 163 
exhibitors at Sicurtech Expo, of which 
35 from abroad, covering an overall 
exhibition area of 65,000 m2. The 
exhibitions have been visited by 
28,000 qualified professionals.

The greeting from the Chief of State Giorgio Na-
poletano fulfilled the success of the two exhibi-
tions; he expressed his thanks for the aims and 
purposes of the international events that Fiera 
Milano Tech dedicated to the security and safety 
topics, highlighting how “this year’s exhibitions 
will represent a useful opportunity in order to 
show in the appropriate way the most advanced 
solutions for health and safety at work and for 
security in the widest meaning, from places to 
the environment”.

Management
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roberta.romanello@fieramilanotech.it
www.fieramilanotech.com



CCTV 

Becoming the Norm
Unpacking the Video Compression Toolbox

whether they are useful or not depends on the 
product in view. Just as the carpenter is unlikely 
to see a soldering iron as a positive addition to 
his toolbox, the developer may not find mobile 
phone imaging tools much help in creating high 
quality cctv images. And a tool which delivers 
greater compression but also reduces image 
quality and processing speed may be better left 
in the box! 

Seeing Is Believing
There are two important lessons that we can 
draw from all this: (1) That the performance of a 
CCTV system depends not on which video stand-
ard is used but on the skills of the developer.  
(2) That there are no ‘better’ video standards, 
only ‘better’ implementations.

So if you have not mastered the intricacies of 
H.264 or any other standard, there is no need to 
feel inadequate! Even for the encoding experts 
among us, judging a good implementation is 
about comparing performance in action and 
about using experience and professional judge-
ment. It’s about defining what quality criteria 
are important for the specific situations and 
tasks in your application, then getting suppliers 
to demonstrate how their systems perform. How 
many live screens can they support? Do they 
maintain clear sharp pictures when there is a lot 
of movement in the scene? Is there a significant 
delay or is the encoding fast enough to support 
normal speed dome control? Don’t take any-
one’s word for it, ask to see it done. There is no 
substitute for real life demonstrations with foot-
age and situations similar to your own. 

It’s probably fair to say that few 
buyers of video security systems are 
experts in video encoding. And why 
should they be! It’s enough to know 
that data need to be compressed and 
that there are different ways of doing 
it. What’s important is to be able to 
recognise good encoding when you 
see it! 

Whenever a new video standard is introduced a 
ripple of uncertainty goes through the security 
community and some manufacturers see an easy 
marketing opportunity among disconcerted buy-
ers. So, if you are currently thinking: “Should I be 
demanding the latest standard?” “It’s new, so is 
it better than previous ones?” or “Does that 
mean other standards will soon be obsolete?” 
then you should read on.

The first thing to realise about video encod-
ing is that, contrary to what you might expect, a 
standard does not define the specific process 
which is used to encode the data. And just be-
cause two systems both use the same standard, 
it does not mean that the resulting video output 
is of equal quality or similar utility. In fact it var-
ies very widely!

The Right Tool for the Job
Instead, it is much more helpful to think of each 
standard as a set of tools in a toolbox. Just as a 
carpenter might use a saw, a plane, a hammer, 
drills and chisels from his toolbox to make a 
piece of furniture, the developer uses tools from 
the video standard toolbox to create an encod-
ing process. The carpenter is free to decide what 
he is going to make, which tools to use, how, 
and in what order. Similarly, the developer can 
encode for multi-media, mobile phone, cctv or 
other applications; he can choose which of the 
tools to use and how to use them. And, just as 
the utility and quality of the finished piece of 
furniture depends upon the design skills and 
craftsmanship of the carpenter, so the perform-
ance of an encoding process depends upon the 
specialist knowledge and expertise of the devel-
oper. 

Each new video standard has a different se-
lection of tools. Some tools are the same as in 
an earlier standard, or are upgraded versions of 
them. This might equate to the carpenter acquir-
ing a new diamond toothed saw and a power 
drill. They enable him to work faster but they 
rely on the same creativity and skill. Some of the 
new tools are intended for specific purposes, so 

With intelligent 
access control, 
it doesn’t matter 
who or what comes 
your way.

www.winkhaus.com

BlueChip TimeLine
Electronic access control 
for the future.

+ Key-activated

+  Localised, time-limited access 
authorisation

+  Fast, inexpensive upgrades and 
modifications

+  Maximum convenience, 
minimum effort

Security

Katharina Geutebrück, 
managing director of 
Geutebrück GmbH
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tion and throughout the development process, it 
became obvious that the security market and its 
requirements are different in many ways. To 
overcome this challenge and to make sure that 
the product fully meets the specific needs of this 
market, Basler stayed in close contact with well-
known security companies right from the start. 
As a result, they launched a powerful, ultra com-
pact megapixel IP camera series with an excel-
lent price/performance ratio. 

A Basler IP camera is the right choice for ap-
plications that demand outstanding image quali-
ty and high performance, as well as a robust, 
sleek product design. This typically applies to the 
following areas: banking, casinos, airports, logis-
tics, and traffic. The current Basler IP cameras are 
already equipped with basic analytic functions 
such as motion detection. And with more than 20 
years of experience in image processing, Basler is 
well prepared for upcoming analytic demands. 

Basler Vision Technologies, a German-
based company, has a background in 
the machine vision market. They are 
one of the largest suppliers of digital 
cameras to industries such as 
semiconductors, electronics, print and 
paper, food and beverage, postal 
sorting, factory automation, and 
traffic control. In all of these markets, 
Basler is known for the highest image 
quality, ease of use, and reliability. 

Before they launched their new IP camera series, 
Basler closely studied the surveillance market 
for several years. After being highly successful in 
cognitional markets, entering the IP camera 
market was an obvious strategic step. The com-
pany could easily transfer their core competence 
in digital camera technology to their new IP 
camera range. But during the market investiga-

What Makes a Basler Camera  
So Special?
Each camera in the Basler IP family is built into 
an ultra compact (89.8 mm x 44 mm x 29 mm) 
all metal housing, which makes them the small-
est IP cameras in their class. A bundle of latest 
technologies tailors these cameras for excellent 
image quality and outstanding reliability. Anoth-
er unique selling point is their outstanding per-
formance and in particular, the flexibility of their 
image compression abilities. 

Their scaling and Area of Interest functional-
ity support customized resolutions and frame 
rates. To display a maximum of detail with the 
highest precision, any image format and aspect 
ratio can be configured. This means that only 
relevant image data will be transmitted, leading 
to a significant reduction in the bandwidth re-
quired and maximizing storage utilization. And 
by moving the camera’s AOI from frame to 

COVER

From Machine Vision  
to the Security Market
Ultra Compact Megapixel IP Cameras

Security
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good regional availability in combination with 
value added support. Our distribution agreement 
with Videor, one of the leading providers of pro-
fessional video technology, already covers sev-
eral important target markets. Their distribution 
area extends through Europe, the Middle East, 
and Africa. In addition, Basler has regional part-
ners in France (ADM21, AVC, IZEO), in Germany 
(Sanyo Vertrieb), in Italy (Advanced Technolo-
gies, Bridge 129, Eutekna), in the UK (Multipix 
Imaging), and in Spain (Unitronics). 

Integration into Video Management 
Systems
Basler began teaming with leading VMS suppli-
ers at a very early stage of development. Today, 
Basler IP cameras are supported by companies 
such as Aimetis, Artec Technologies, LuxRiot, 
Milestone Systems, Netavis, NUUO, Sanyo, 
Schille, Seetec, Video Insight, and others. Basler 
is continuously increasing the number of com-
patible software products and is driving forward 
the integration of camera features within each 
video management software product. 

The Product Range – Basler offers a total of five different IP Camera models ranging from VGA to two megapixel resolution. Basler IP cameras are based on 
a selection of highly sensitive Sony CCD sensors.

frame, customers can set up what is known as 
e-PTZ.

In addition to the AOI feature, Basler cameras 
make it possible to set up multiple streams us-
ing different compression principles. Customers 
have the choice of MJPEG, MPEG4, and H.264. 
By setting up multiple streams, customers can 
create multiple virtual cameras and can save 
camera costs while reducing bandwidth and 
storage requirements. This feature is in high de-
mand, especially in banks and traffic applica-
tions (see schematic).

Image Quality
In terms of image quality, Basler is drawing on 
over a decade of experience in designing and 
producing digital cameras. Basler employs a va-
riety of quality inspection procedures while 

manufacturing in a clean room environment. The 
back focal length on each camera is carefully 
measured and adjusted during production. This 
guarantees pin-sharp images at megapixel reso-
lution. It also makes installation much easier 
because no manual back focal length adjust-
ment is required. All Basler cameras are subject-
ed to a complete calibration procedure and 
comprehensive final image quality testing.

Sales Partners
A qualified team of support and sales personnel 
is available in Basler’s German headquarters and 
in the United States and Singapore affiliates. 
Basler products can also be purchased from pro-
fessional, well-trained partner companies. Our 
intention is to work closely with a limited 
number of very qualified partners. This ensures 

Security
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Stoof International (www.stoof-
international.de) was founded in 1865 
by Karl August Stoof in Busendorf/
Kanin, Germany. Starting with one of 
the earliest means of transportation, 
Karl Stoof established a workshop  
for the production of horse drawn 
wooden coaches. Today, Stoof 
International is located in Borkheide 
on the outskirts of the German 
capital, Berlin. Led by Mr. Fred Stoof, 
Managing Director, Stoof 
International is a worldwide-
recognized leader in armored-vehicle 
production.

Civilian armored cars are in the majority of cases 
retrofitted versions of series cars. Windows are 
replaced with bulletproof glass and layers of ar-
mor are inserted under the outer skin of the car. 
Besides the armor itself, many other protective 
modifications are available: automatic fire extin-
guishers, run-flat tires, an explosion-resistant 
fuel tank, to name just a few. Therefore, ar-
moured cars are typically very safe for their oc-
cupants.

A Full Range of Armored Vehicles 
Stoof International manufacturers armored sa-
loons cars including designs based upon the 
Mercedes-Benz S500 / S600, BMW-series, Rolls-
Royce, Bentley and Maybach to name just a few. 
All security limousines are manufactured to pro-
vide a level of resistance against modern day 
weaponry and technology incorporated into as-
sault rifles, including hand grenades and Impro-
vised Explosive Devices (IEDs) used in urban 

PROTECTION

Thermal Imaging Cameras for Vision  
Enhancement and Increased Awareness
Extra Protection for Armored Cars When Driving at Night

The FLIR Systems PathFindIR installed behind the 
vehicle grid of an armored Mercedes.

The thermal images generated by the PathFindIR 
can be displayed on any multi-function LCD dis-
play that accepts composite video. In this case on 
an LCD integrated in the Mercedes dashboard.

Also vehicles used by NGOs can benefit from the 
power of thermal imaging

With thermal imaging the driver sees up to 
five times further than with headlights so 
that accidents can be avoided.

Security



warfare or kidnapping attempts by terrorists or 
criminal elements. A Vehicle Resistance (VR) lev-
el will allow the occupants adequate time and 
opportunity to escape and survive a planned at-
tack.

Stoof International’s armored security limou-
sines are internationally recognized and availa-
ble in various levels of ballistic protection. Their 
main applications are prevention of street-crime 
and kidnapping, and security in high-risk war 
zones.

Stoof International is also a leading manu-
facturer of cash-in-transit (CIT)/ money trans-
porters. Customized vehicles can be built upon 
request for international central banks and secu-
rity companies providing these particularly high-
risk value services.

Improving Safety
“It goes without saying that the first concern of 
our clients is safety and security.”, says Mr. H. 
Klostermann, Stoof International Research & De-
velopment Department. “But a lot of them are 
also looking for very luxurious cars. That’s why 
we are using cars like Mercedes and BMW, to 
name just a couple, as a basis for our armored 
vehicles. We are constantly looking for new 
technologies that we can implement in all our 
types of armored vehicles. Everything that can 
help our customers to be even safer when driv-
ing their armored cars is evaluated. One of our 
recent innovations is the installation of a FLIR 
Systems PathFindIR thermal imaging camera in 
some of our models. The same module is today 
already being installed on selected BMW 5-, 6- 
and 7-series models.”

Thermal imaging cameras need no light 
whatsoever to produce a clear image on which 
the smallest of details can be seen. They produce 
a comprehensive image based on the subtle dif-
ferences in heat radiation of objects and people. 
Even when these temperature differences are 
sometimes minimal, a thermal imaging camera 
will detect them and transform them into a crisp 
image. Thermal imaging cameras are not affect-
ed by light and there is no risk that the driver is 
blinded by oncoming headlights or other light 
sources.

Thermal imaging cameras are excellent tools 
for driver vision enhancement. They produce a 
clear image in the darkest of nights and help the 
driver to see up to 5x further than with head-
lights. Other vehicles, pedestrians, animals cross-
ing the road, it is all seamlessly detected by a 
thermal imaging camera.

Driving at Night in Normal and  
Emergency Situations
“Although we are producing armored vehicles, 
we always hope that our clients do not have to 
use the car’s protective abilities. An armored ve-
hicle is designed to protect its passenger in 
emergency or crisis situations which will hope-
fully never happen. But when clients are using 
the vehicle in a day-today environment, they 

also drive during the night. By detecting other 
vehicles, pedestrians, animals and other hazards 
from a far distance, the FLIR Systems PathFindIR 
helps to avoid accidents when driving at night. If 
an emergency situation should occur at night, 
the PathFindIR, will help the driver to get away 
from the hazards as fast as possible. He will un-
doubtedly have an advantage over a car that 
does not have thermal imaging technology on-
board.”, continuous Mr. Klostermann.

Increasing Situational Awareness
But the PathFindIR can be used for more than 
driver vision enhancement only. It is an excellent 
tool to increase situational awareness. Installed 
in an armored luxury vehicle, but also in cash-in-
transit (CIT)/ money transporters the driver can 
see a lot better what is happening around him. 
People can no longer hide in the dark since they 
become clearly visible on a thermal image. Even 
in daytime, if they are trying to hide in bushes or 
camouflage themselves, they will be clearly visi-
ble. 

Easy Installation
“Installing a FLIR Systems PathFindIR is feasible 
in any vehicle and can be done by a car work-
shop without problems.”, says Mr. Klostermann. 
“The thermal imaging camera is installed in the 
front bumper. The PathFindIR is well protected 
against harsh driving conditions. Rain, salt spray, 
and small rocks hitting the front of the camera 
are not affecting it. The PathFindIR just needs to 
be connected to a power source and to a stand-
ard LCD display that accepts composite video. In 
a lot of cases we display the thermal image on 
the same LCD that is being used for the naviga-
tion system.”

A Small Price
“The feedback we are getting from the users of 
the PathFindIR is very positive. They tell us that 
the display on which the thermal image is pro-
jected quickly becomes a natural checkpoint for 
the driver just like side-view or rear-view mir-
rors. It helps them tremendously when driving at 
night but also in rain, fog and other harsh 
weather conditions. Compared to the total in-
vestment needed for an armoured car, the instal-
lation of a thermal imaging camera is a very 
small cost. A cost that can however help to save 
lives. Not only in emergency situations but also 
in every day driving conditions. I am sure that 
more and more of our customers will decide to 
install this excellent tool in their vehicle.”, con-
cludes Mr. Klostermann.

Dallmeier has planned and realised the biggest 

real-time IP systems worldwide. The extensive know-

how has been used in the development of the VideoIP 

range “a tribute to Amadeus”. 

Just as Mozart, through perfect composition and 

brilliant instrumentation, created an ingenious 

body of work, individual high-value IP components 

can be used to realise top-quality video network 

solutions.

The arrangement of the Dallmeier IP solution remains 

variable and flexible. Its composition can range from 

a duo of camera and streamer to a large ensemble of 

different elements. With the VideoIP range “a tribute 

to Amadeus” the high standards of CCTV applications 

combine with the benefits of pure IP solutions. The 

best of both worlds, a star-studded ensemble with 

guaranteed success!

VideoIP solutions from a single source

VideoIP range 
“a tribute to Amadeus”
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SECURITY FOR RETAILERS

Where Brilliance Is Especially Important
Highest Security for Elegant Businesses

Great Exclusivity Is Also a 
Great Threat
Even in the midst of the finest ad-
dresses in the Zurich Bahnhofstrasse, 
the displays of the jeweller “La Ser-
las Zürich” draw the attention of 
jewellery connoisseurs. For over 14 
years this traditional business has 
impressed with its range of fine 
watches and unique items of exqui-
site diamond jewellery. The excellent 
selection of unique jewellery not 
only attracts wealthy customers to 
consultations in the salerooms, but 
has also meant that “La Serlas 
Zürich” has already been the target 
of three armed robberies. In spite of 
surveillance by a security system in 
the entrance area, the last robbery 
took place only a few months ago, 
and resulted in the installation of a 
completely new security system. The 
new security concept was imple-
mented in intensive cooperation 
with the proprietor and manager of 

The Zurich Bahnhofstrasse 
is one of the best addresses 
in Europe and is 
synonymous with elegant 
shops and discrete banks. 
Boutiques with the finest 
fashion labels, jewellers 
and exquisite delicatessens 
flank the elegant street 
from the station to  
the Paradeplatz. Although 
the Bahnhofstrasse is very 
busy, it is far from hectic. 
Seconds only matter once a 
year, when runners in the 
Zurich marathon pass 
through the Bahnhofstrasse, 
or if the valuable displays 
in the shop windows 
become the targets of 
gangs of criminals. 

The video surveillance  
of the entry lock  
provides security and 
blends harmoniously 
into the atmosphere. 

It is difficult to imagine armed rob-
beries in broad daylight in the 
heart of a big city. However, the 
danger of highly organised robber-
ies is growing from year to year. 
Modern security systems in banks, 
heavily secured transports and the 
increasing security of warehouses 
and factories where valuable goods 
are made and stored no longer 
leave much opportunity for the ac-
tivities of criminal elements, and 
their modus operandi is changing. 

Lightning attacks, almost equiva-
lent to confidence tricks, by organ-
ised gangs are a new dimension of 
the threat to the owners and oper-
ators of exclusive shops. Modern 
security technology can counteract 
this. 

WE ARE DEFINITELY YOUR EXPERTS FOR:

www.siport.ch
Birrfeldstrasse 15 | CH-5507 Mellingen | Phone +41 56 491 33 91

• Customer-Counter Security Screens
• Security Personnel-Lock Systems
• Burglar Proofed Rolling Shutters
You benefit from our thirty years experience in development,
production, installation and commissioning of automatic door
and gate installations and security rolling shutters.

Security



the business, the companies Chris-
toph Lerch, Siport AG, Elektro A. 
Bender, ES Sicherheit AG and John 
Lay Electronics AG.

Ultra-modern Entry Lock 
Technology 
Based on past experience the focus 
of attention was the entry lock tech-
nology in the entry area. With the 
new design, the entry to the shop 
was to have an inviting and attrac-
tive design. However, there was also 
the necessity to prevent the type of 
robbery in which thieves quickly en-
ter the interior of the shop and 
threaten customers. In cooperation 
with the firm Siport AG, an electro-
mechanical entry lock was installed, 
with which customers and suppliers 
are initially admitted into the inner 
chamber of the lock by the security 
officer. In order to enter this area 
the doors to the shop as well as the 
counter window must be closed. A 
green and a red LED indicate wheth-
er customers may enter. Only after 
the entry door has been securely 
locked can the staff open the doors 
to the shop or open the counter 
window. Exit from the saleroom is 
in the reverse sequence.

CCTV PRODUCTS
www.videotec.com

∞

Positioning unit for day and night view
Thanks to the continuous horizontal rotation this 
version provides 360° dynamic night monitoring.

The ULISSE systems are used and appreciated 
in thousands of installations all over the world.

They cover all camera movement requirements in 
outdoor applications off ering maximum reliability 
and high resistance to severe weather conditions.

Ulisse IR360
continuous
surveillance

As the time delay for entry and 
exit can neither be influenced from 
the outside nor by the staff – for 
example if they are subjected to an 
armed threat, rapid robberies are 
made impossible. Any entry into 
the sale and exhibition rooms is 
only possible after a time interval 
during which criminals can expect 
the police to arrive once the alarm 
has been raised, before they can 
escape with their haul. The bullet-
proof glass of the system guaran-
tees the safety of customers and 
staff. At the worst, a thief must ex-
pect to be imprisoned in a bullet-
proof cage until the police arrive.

State-of-the-art Video  
Surveillance
In addition to the entry lock sys-
tem, the heart of the security sys-
tem is the newly installed IP-based 
video surveillance system. For the 
control of the video system and 
documentation of the data, ES 
Sicherheit AG uses the software 
XProtect from Milestone. With the 
software, the entire system can not 
only be controlled and incidents 
observed in real time from various 
points in the building by means of 
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touch-panels integrated into the walls, but also, 
the user is able to access all the stored video 
data from any of the rooms. Data transmission is 
by means of a separate network. An attractive 
feature of XProject from milestone was the high 
level of user-friendliness, which enables even us-
ers with little training in security systems to in-
stinctively take the right action, and does not 
require extensive training. A further important 
reason is the reliability and openness of the sys-
tem, which allows for extensions at any time. 

The camera technology employs the latest 
generation of Panasonic ipro IP cameras. For the 
surveillance of the entry lock, Panasonic WV-
NW484 network dome cameras are used, which 
ensure sharp images even in difficult lighting 
conditions which include bright light outdoors 
and subdued light in the interior of the shop. The 
SD II technology of the cameras can handle high 
levels of contrast, is sensitive to light and the 
cameras are designed so as not to disturb the 
elegant atmosphere.

In the salerooms themselves and for portrait 
images at the entry door, Panasonic WV-NP 304 
megapixel cameras are installed, which enable 
an overview of the entire room with excellent 
imaging quality. These cameras are also used to 
monitor the sales tables, in order to deliver liter-
ally “brilliant” images. Event the filigree details 
of the sapphire and diamond colliers, which can 
be admired at “La Serlas Zürich”, can be recog-
nised with high resolution and the transactions 
can be definitively documented. The new video 
system is a quantum jump in comparison with 
the old analogue technology and is worthy of 
the elegant displays. 

Additional Motivation:  
Secure Workplaces
Naturally, protection against financial loss is a 
motivation for the increased security measures. 
However, it was just as important for those re-
sponsible to give staff a feeling of security dur-
ing their work. Lower insurance premiums were 
a further argument for the installation of this se-
curity measure, which was appropriately re-
warded by the insurance company.

The measures only cause a slight delay to 
customers, which is hardly noticed. Anyone who 
buys from “La Serlas Zürich” takes the time for 
intensive advice. Because of the inconspicuous 
design of all the security elements, the experi-
ence of shopping in a stylish atmosphere is not 
disturbed – as the pictures of this article show. 

In order not to impair this exceptional shop-
ping experience, but rather to highlight this, the 
work of the exclusive shop-fitter Christoph Lerch 
was very important. Mr. Lech was able to inte-
grate the architecture of the shop into the entry 
lock and even to contribute to improving its ap-
pearance.

The new technology enables the manage-
ment to observe everything which occurs in the 
shop from the offices behind the salerooms, 
whether these are the events in the salerooms 
or in the access to the offices. The state-of-the-
art video technology enables a complete docu-
mentation of all events in ultra-sharp quality.

A few weeks ago, the new video technology 
enabled the arrest of a suspect who is alleged to 
have been involved in the robbery of the shop in 
May 2008. The video images are now important 
evidence.
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Gerry Fierro
ES Sicherheit AG, St. Gallen, Switzerland
Tel.: +41 71 314 24 24 · Fax: +41 71 314 24 34
g.fierro@es-sicherheit.ch · www.es-sicherheit.ch

Roger Meier
Tel.: +41 41259 96 55 · Fax: +41 41259 96 56
roger.meier@johnlay.ch · www.johnlay.ch

Mario Lozza
Siport AG, Mellingen, Switzerland
Tel.: +41 56 491 33 91 · Fax: +41 56 491 20 15
info@siport.ch · www.siport.ch

Mr. André Bender
Elektro A. Bender, Oberengstringen, Switzerland
Tel.: +41 44 750 15 00

Christoph Lerch
Christoph Lerch, Bischofszell, Switzerland
Tel.: +41 71 422 30 49
christoph.lerch@gmx.ch

Milestone Systems A/S
Brøndby, Denmark
Tel.: +45 88 300 300
www.milestonesys.com
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Over 100 Basic Requirements
The new standard will bring over 100 basic re-
quirements into effect, all of which must be met 
by each video surveillance system to be compli-
ant to EN 50132-1. Standardized, core technical 
security specifications governing video record-
ing, transmission and display, as well as associ-
ated access rights and logging will be defined. 
Over 60 additional requirements will apply to 
systems deployed for high-risk environments. 
For broad acceptance of the standards users 
should carefully define their needed specific se-
curity grade applicable to their system. Manu-
facturers as well as installers should design, test 
and document security systems in accordance to 
EN 50132. The security grade applicable to the 
system as a whole or individual components 
thereof can be determined by the end-user on 
basis of a risk assessment or given from the in-
surer.

A broad acceptance of the European stand-
ard EN 50132 secures a high and common level 
of performance in security systems across Eu-
rope due to only a single certificate. With EN-
compliant systems, customers and security per-
sonnel will be sure that not only all events are 
monitored, recorded and indicated but also the 

The European Committee for 
Electrotechnical Standardization 
Cenelec has formulated “System 
requirements” part 1 of the EN 50132 
“CCTV surveillance systems for use in 
security applications” (EN 50132-1). 
This completes the framework of 
standards in video systems.

Frank Rottmann, Bosch Security Systems and 
Chairman of the Cenelec video workgroup, says: 
“The standards are of considerable benefit to 
both users and manufacturers of security sys-
tems. They have the effect of stimulating the in-
ternational markets for healthy growth. For wide 
acceptance in industries, it’s essential that tests 
of security systems are done by independent 
laboratories and not only by the manufacturers 
and installers.” Companies claiming that their 
products can be used in EN 50132-1 compliant 
systems give a first message about quality and 
key features, says Rottmann. However, this 
should be accompanied by testing, offered by 
national laboratories in Europe, such as the VdS 
in Germany (VdS Schadenverhütung GmbH), 
with practices in accordance with specified EN 
standards. 

system’s reliability, proper functionality and 
tamper protection are taken care of.

The European standards EN 50132 will gradu-
ally replace existing national standards. The 
standards will also be applied in European coun-
tries without current specifications of their own. 
Then, different systems may objectively be com-
pared in terms of quality and performance, ena-
bling the user to focus attention on his operation-
al requirements as early as the tendering phase. 

2009 new revisions for the video transmis-
sion standard (Part 5) and the application guide-
lines (Part 7) are the next important milestones 
in the standardization of video products and Eu-
ropean harmonization. Frank Rottmann esti-
mates a good chance that EN standards will be 
established at international level rather than 
just within Europe: “The entire series of stand-
ards is currently being reviewed by the Interna-
tional Electrotechnical Commission (IEC).”

CCTV

A High Consistent Level of  
Performance Across Europe
New EN 50132 Standard for Video Surveillance Systems
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Security for Casinos

High-tech for  
Golden Valley
South African Casino Relies on  
German CCTV Technology

South Africa is a fascinating country – not only because of its breathtaking  
fauna and flora but also because it offers premium gaming entertainment.  
Sun International is South Africa’s leading provider of gambling opportunities. 
The Sun International Casinos are leading the way when it comes to offering 
visitors a gambling experience at the highest stage. However, the Sun 
International Casinos are also pioneers in security. The Golden Valley Casino  
now has South Africa’s first video surveillance system with a fully IP-based  
real-time matrix in operation. Thereby the Sun International Casinos line up  
with the ever lengthening list of satisfied customers who trust in the experience 
of the CCTV/IP and casino specialist Dallmeier.

For those who would like to enjoy the pleas-
ant atmosphere of the casino for more than just 
one day, the Golden Valley Lodge is the ideal 
place to stay. Furthermore, Worcester can now 
offer delegates an alternative and sophisticated 
conference facility. The Golden Valley Conference 
Centre consists of a main conference room ac-
commodating 90 people banquet style. In addi-
tion, there is a 10-seater breakaway room ideal 
for executive board meetings. The modern, high-
tech conference facility is totally self-contained 
offering a comprehensive range of presentation 
equipment.

High Requirements with Failure-safety
Opened in November 2006, the Golden Valley 
Casino is the first of a range of Sun International 

The Golden Valley Casino is located in Worcester, 
about an hour away from Cape Town and situ-
ated amidst majestic mountain ranges, scenic 
landscapes, noble vineyards and blooming or-
chards. It mirrors the splendour of the character-
istic, Cape Dutch architecture and welcomes its 

visitors with a variety of entertainment facilities. 
The casino offers various slots with exciting 
games and much more. Additionally, the Kuipers 
buffet restaurant provides sustenance and the 
Winners Action Bar invites to enjoy a glass of 
wine while listening to live music.

Security
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Security for Casinos

High-tech for  
Golden Valley
South African Casino Relies on  
German CCTV Technology

Casinos that trust in the latest video surveillance 
technology by Dallmeier. The Golden Valley is 
the first casino in South Africa to use a real-time 
CCTV/IP system with digital matrix. The decisive 
factor in choosing the Company’s system was 
first and foremost the applied blade technology 
provided by the DIS-2/M, whose single-channel 
approach provides maximum availability and 
service friendliness. 

The DIS-2/M, a modular recording and trans-
mission device conceived for mounting and op-
eration in a 19’’ module rack, records directly 
onto the integrated memory. It thus ensures a 
maximum availability of recorded data even in 
the case of network problems or failures. There-
by Dallmeier guaranteed the highest availability 
of the comprehensive solution because there is 
no single-point-of-failure. The solution achieves 
an availability of 99.99994%. This value is even 
higher than the “Five Nines” praised throughout 
the IT world. 

In order to further increase failure-safety the 
system enables on the spot redundant record-
ing, where hard disks of different capacities can 
be operated within one system (mixed operation 
of capacities). For all digital hard disk recorders 
for casino solutions Dallmeier exclusively em-
ploys Linux which is deemed highly reliable 
among experts. In order to further increase sta-
bility the operating system was separated from 
the hard disks and relocated onto a Flash-ROM. 

Minimum Downtime During Malfunctions 
Sun International Management Company direc-
tor for ‘Compliance and Tables’ Jaco Coetzee 
said: “Apart from the high failure-safety, service 
was also very important to us. Owing to the 
Dallmeier blade technology it is possible to ex-
change a malfunctioning component with every 
single channel. Also, the exchange can be car-
ried out during operation since the DIS-2/M 

modules come with hot-plug functionality. So, 
there is very little effort to it and the downtime 
of the system is reduced to a minimum.”

Complete IP Solution
The CCTV system installed at the Golden Valley 
Casino is a pure IP solution. It’s no wonder, 
therefore, that the network is playing a particu-
larly important role since it acts as an important 
interface between the operator and the system. 
The Golden Valley Casino emphasised that the 
bandwidth requirements should not be too high. 
This is because the Company’s CCTV/IP systems 
require network operations only for the work of 
the operator and the system’s management, not 
for recording. Network bandwidth is only used 
when necessary. Frank Oetjen, Dallmeier Sales 
Manager: “We are working closely with leading 
manufacturers of the network industry and are 
thus familiar with new developments and tech-
nologies ahead of everyone else.”

Innovative Technologies – Easy to Use
The Dallmeier management software Semsy (Se-
curity Management System) allows for the easy 
and convenient operation of the complete video 
surveillance system at Golden Valley Casino. It 
enables the easy management and administra-
tion of different streams of media data and pro-
vides live display and recording of video and/or 
audio data at any point in a networked system. 
Additional network components can be inte-
grated into the network at later points in time, 
without limitations. Therefore, systems based on 
the software are optimally prepared for any fu-
ture requirements. It’s major advantage is that it 
can easily be adjusted to meet the customer’s 
requirements.

Sun International in its search for a suitable 
digital product extensively researched and re-
viewed a number of solutions before eventually 

deciding on the solution for all its South African 
casinos. The first installation at the Golden Val-
ley was very successful and a number of other 
casinos are already being equipped with it. Jaco 
Coetzee stated: “We believe in standardisation 
because of all the efficiencies linked to this and 
Dallmeier proofed to be the better solution for 
casino operations according to our intensive 
evaluation criteria. The high failure-safety and 
the unbeatable image quality as well as the sup-
port are simply convincing!”
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SECURITY FOR CASINOS

Intelligent Video –  
Beyond Intrusion and Loitering
Security and More for Casinos

Ipsotek has been developing Intelligent Video applications for over 15 years. Like many other providers, the emphasis has 

been on security and alerting operators to potential threats. While these applications will be further engineered, the real 

future of the technology is now slowly revealing itself.

The Control Room
I would like to start by saying that 
the familiar applications of Intelli-
gent Video will always remain im-
portant applications, whether this 
is detecting suspicious loitering in 
sensitive areas or intrusion across 
a secured perimeter. Indeed a 
number of these detections are al-
ready becoming commoditised, 
and in a sense reaching a level of 
acceptance as an expected feature. 
Traditional camera and DVR manu-
facturers have now progressed 
from motion detection to embed-
ding simple analytics in their de-
vices whether at the edge or in the 
server. This may be from using their 
own in-house developed algo-
rithms or licensed algorithms from 

the distinct analytic providers that 
are emerging – such as Ipsotek. 
These security applications will be 
further refined by the providers to 
identify more and more complex 
threats over time. More important-
ly however, is that a growing and 
real market for analytics products 
is rapidly emerging in non security 
applications, within some surpris-
ing areas. 

The Casino
The casino environment would 
probably be considered fertile 
ground for security applications. 
Whilst this is the case, the more in-
teresting possibilities from an ana-
lytics perspective are for business 
analysis tools. In January this year, 

Security



Ipsotek launched its Casino Suite 
at The International Gaming Expo 
at Earls Court in London. One of 
the myths in the casino environ-
ment is that you cannot add instru-
ments to the Roulette wheel as this 
may be seen by the players as 
something there to “rig” the out-
come of the spin. This is actually 
nonsense as most Roulette tables 
now come complete with Ethernet 
and other outputs that are used to 
transfer the result of each spin of 
the wheel to a display above the 
table. For some time these outputs 
have also been used to produce in-
formation for performance analy-
sis. Analytics takes performance 
analysis a stage further by intro-
ducing the possibility of predicting 
poor performance in real time in 
the context of the environment at 
that time and allowing immediate 
intervention. Analytics also intro-
duces the opportunity to measure 
– and predict – the activity levels 
in a game of Black Jack – some-
thing which was previously impos-
sible in the casino environment. 

Ipsotek’s Casino Suite is specifi-
cally aimed at increasing produc-
tivity and casino revenue at Rou-
lette and Black Jack tables. It 
collects video activity and event in-
formation from the gaming tables, 
typically using existing CCTV cam-
eras. The information is then turned 
into data from which predictions 
on the likely activity level at tables 
is determined. This is used to trig-
ger performance-related alarms 
when activity is predicted to be 
outside specified levels, as well as 
being stored in a central database 
for trend analysis. 

The system also has a unique 
drill down ability whereby the sys-
tem’s customised front end can be 
used to instantly replay clips of 
events where performance is pre-
dicted to dip, for instant investiga-
tion and response. In a sense, the 
system makes the roll of the Pit 
Boss more objective and assists 
him/her in making decisions around 
opening additional tables (when 
activity is drifting above prescribed 
levels), and as providing an objec-
tive tool for identifying underper-
forming dealers during the games 
in play. 

Casino Suite is patented and 
has already been shown to have a 

real impact on the behaviour of 
dealers (in a positive sense) and 
this has lead to an improvement in 
casino average win percentage. 
This impact has been so dramatic 
with initial installations indicating 
the payback of the system to be 
counted in weeks rather than 
months.

The Operator
Whilst all of the above is true for 
improving the objectiveness of 
commercial decisions in a single 
casino, the bigger picture is for op-
erators of a number of casinos to 
compare the statistics of Black Jack 
and Roulette performance across a 
group. Here, the information is be-
ing used to objectively identify ar-
eas needing attention within indi-
vidual casinos to improve their 
commercial performance to accept-
able levels.

The Future
As alluded to at the start of this ar-
ticle, analytics will have a growing 
and important place in the main-
stream security sector. However, as 
a company, Ipsotek is finding that 
an increasing number of projects 
are arising in non security solu-
tions. These already include the ob-
vious applications such as traffic 
management, people counting, 
and various guises of event count-
ing and classification. What ap-
pears certain is that there are many 
commercial applications of video 
analytics technologies which are 
yet to be identified. This will be to 
the benefit of those companies de-
veloping analytics software, but ul-
timately, for equipment manufac-
turers and installers as more 
cameras find their way into these 
places on the back of the analytics.

Security
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The Wyandotte Nation Casino opened 
in 2007, owned and run by the 
Wyandotte Tribal Corporation, 
operates 541 slot and electric games 
machines, eight blackjack tables, three 
poker tables and a five table poker 
room over an impressive 20,000 
square feet. Like any building of its 
size or, equally, any company of its 
nature, Wyandotte sees top quality 
security as one of its highest 
priorities. 

Scott Garrette, Director of Information Services 
at the Wyandotte Nation Casino wanted a sys-
tem that would provide the casino with height-
ened security and safety features. Garrette 
wanted cameras and domes systems throughout 
the interior and exterior of the facility to be visi-
ble to clientele and to encourage a sense of 
safety and deter possible criminal activity. In ad-
dition, he also wanted a system that would al-
low monitoring and control of the nearby Lucky 
Turtle Casino, the Wyandotte Nation’s first gam-
ing facility. Finally, a system was needed with 
proven technology that is feature-rich, scalable 
for future expansion and that delivers the high-
est quality performance. 

Garrette obtained the solution he was look-
ing for with a new state-of-the-art surveillance 
system. “Overall the Panasonic video surveil-
lance solution provides us with system capabili-
ties that are more dynamic and less labour in-
tensive than other systems we have evaluated”, 
said Garrette. “The Panasonic video surveillance 
system allows us to manage cameras, image 
processing, storage and retrieval in a more auto-
matic fashion, which greatly improves the effi-
ciency of our security and surveillance opera-
tions.”

Security for Casinos

“Rien Ne Va Plus!”
Ensuring Everything Is Above Board in a Gaming Environment

Security
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SMC, a Panasonic approved installer, came 
back to the Wyndotte security team with a sys-
tem solution built on Panasonic analogue cam-
eras, digital video recorders, plasma displays, 
system controllers and a matrix switcher. “The 
video surveillance system deployed at the Wyan-
dotte Nation Casino features best in breed, 
proven Panasonic video surveillance technolo-
gy,” said Richard Rojas, Data Communications 
Specialist, SMC. “When we presented the final 
designs, everyone involved in the project had 
complete confidence that the system would 
work – no problem.”

Cameras Everywhere
A variety of camera systems were selected based 
on image quality and coverage capabilities. SMC 
chose Panasonic’s WV-CW964 weatherproof 
outdoor dome system with Super Dynamic III 
(SDIII) imaging technology, WV-CS954 SDIII uni-
tised indoor camera with 30X zoom, WV-
CW484S and WV-CW474AS SDIII vandal-proof 
dome cameras and the WV-CF244EX and WV-
CF284 DSP mini dome cameras with adaptive 
black stretch (ABS) technology. According to 
Garrette, camera selections were heavily influ-
enced by the Company’s Super Dynamic III (SDI-
II) technology and (Digital Signal Processing) 
ABS technology.

“SDIII is the only imaging technology availa-
ble that provides all the capabilities we need. 
The biggest advantage of SDIII cameras is how 
they adjust to various lighting conditions within 
a single scene without the loss of image quality. 
This is really important in a casino with so many 
light levels because it allows us to use the SDIII 
PTZ dome systems to follow individuals through-
out the facility without any loss of image quality. 
The tracking function on the SDIII dome systems 
is of particular importance to us as they can per-
form tracking functions and can be programmed 
and adjusted through the controller without 
having to physically adjust the units. No other 
cameras that we looked at provided the total 
package of performance and features that we 
wanted,” said Garrette. 

“The images are so detailed from the SDIII 
dome systems that we can clearly identify chips 
on the tables. The Panasonic mini dome fixed 
cameras we installed in perimeter areas provide 
continuous coverage of specific areas on the 
gaming floor and if there’s an incident we just 
zoom in with the SDIII dome systems to take a 
closer look. It’s a real benefit of the technology”, 
continued Garrette. “Using Panasonic SDIII cam-
eras, we were able to design a very cost efficient 
system because of their incredible zoom capabil-
ity and resolution.

Total Coverage
With over 235 cameras, it is now virtually im-
possible to walk across the surrounding grounds 
or interior of the Wyandotte Nation Casino with-
out being in clear view of the Panasonic video 
surveillance system. Garrette and his staff main-

tain close watch over all activities with cameras 
positioned along the roads leading into the ca-
sino, the facility’s parking areas, the walkways 
leading to and from the nearby Lucky Turtle Ca-
sino, as well as all the public areas inside the 
facility. 

Images from the cameras are controlled and 
routed using thc Company’s Matrix System 850 
and recorded on a bank of 40 Panasonic DVRs. 
It’s Matrix System 850 was specified for the in-
stallation because of its scalable input and out-
put capacities, its highly programmable feature 
rich functions and extensive programmable 
camera tour capabilities. To simplify use of the 
Matrix System 850’s sophisticated features and 
ability to manage cameras potentially number-
ing in the thousands, SMC supplemented the 
system with the PFW850 management and con-
trol software. The software employs a user-intui-
tive graphical user interface (GUI) with dynamic 
icons to simplify control and speed response 
times to triggered events. These capabilities 
were critical to casino management because of 
the lessons learned at the Lucky Turtle Casino, 
where the previous matrix switcher was incapa-
ble of expansion and had limited programmable 
functions.

Beating Them at Their Own Game
In addition to the central command and control 
room, the producer’s video surveillance system 
can be monitored and controlled from satellite 
locations, including the Oklahoma Gaming Com-
mission who has a representative on-site. Al-
though not currently utilised, capabilities have 
been built into the system to allow remote mon-
itoring via the Internet and to eventually inte-
grate the video surveillance system with the ca-
sino’s access control system. Garrette and SMC’s 
Rojas are quick to point out that although the 
casino is located in Oklahoma and not Las Vegas 
or Atlantic City, they are still subject to the same 

criminal elements that plague any gaming oper-
ation. 

To aid efforts in reviewing and analysing in-
cidents, the casino records all camera footage at 
a full 30 frames per second on DVRs, each fea-
turing three terabytes of on-board memory ca-
pacity. “We wanted the best recorded image 
quality possible so we went with everything live 
and in real time,” said Garrette. “We also exceed 
the standard for archiving the footage by keep-
ing it for 21 days. This solution resolves the 
problems we had before with video tape where 
it was difficult to find a particular recorded inci-
dent. With Panasonic DVRs, the incidents are 
very easy to locate, organize, file and retrieve. 
Rojas says he recommended these DVRs be-
cause of their storage capacity and scalability 
for future system expansion. “The storage ca-
pacity was the biggest deal and it was easy to 
add the expanded memory,” he said. “Also, the 
RT208 uses MPEG-4 which is a better compres-
sion technology with superior image resolution 
and colour accuracy.”

Since the installation, the surveillance system 
has performed flawlessly leaving security staff 
very happy to work with the equipment. In fact, 
casino management has been so pleased with 
the new system that it will be replicated at a 
third Wyandotte Nation Casino in Kansas City. 

Regardless of the physical location, providing 
a safe and secure environment for patrons and 
employees has been, and will continue to be 
Garrette’s primary objective. And it appears 
Wyandotte Tribal Corporation has found the per-
fect partners to fulfil their goals in SMC and Pa-
nasonic Security Systems.

Security
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Emprise Bank is a name well known in 
Kansas for leadership, integrity and 
service to their customers and to the 
community. Headquartered in Wichita, 
the privately owned bank has over 40 
locations in 20 communities across the 
state. Their culture of commitment and 
customer service is strongly instilled in 
nearly 500 dynamic and diverse 
individuals on the Emprise staff.

In early 2007, led by the vision of Corporate Se-
curity Officer Jeremy Couch, Emprise Bank be-
gan a thorough evaluation of embedded DVR 
solutions, high-end analog cameras, and IP meg-
apixel solutions. Having seen the differences in 
image quality and other convenient features, Mr. 
Couch was leaning towards the selection of Are-
cont Vision megapixel cameras and a Network 
Video Recorder solution. With the construction 
of two new bank branches, the decision was so-
lidified. “The new construction gave us alternate 
options on where to place cameras,” said Mr. 
Couch. “Those decisions have yielded dividends 
with the collection of valuable video evidence 
and tremendous still images.”

Eventually, all of the Emprise Bank facilities 
will have Arecont Vision Megapixel cameras. The 
current installations include AV1300 and AV3100 
models, with a recent addition of the H.264 
AV3105 unit, each with a wide angle lens for 
blanket coverage of the banks. Like all Arecont 
Vision’s fixed megapixel cameras, these two 
models offer HD quality resolution that is signifi-
cantly better than even the highest performing 
analog surveillance cameras. All systems are 

CCTV

Emprise Bank Puts Their Money  
on Megapixel Cameras
Superior Identification Capabilities and Image Quality

monitored centrally by Emprise’s security depart-
ment, with client access available at the site 
level if needed.

Emprise took on the challenge of designing 
their video surveillance system in-house. “The 
decision on camera placement was something I 
as the Security Officer wanted to take to a differ-
ent level. Also, designing our own video storage 
system allowed us to get twice the storage for 
half the money.”

Security and IT Team Up
Ultimately, it was the vision of Mr. Couch and 
the Emprise Bank IT team that led to the deci-
sion to implement a fully IP-based solution. “We 
see a whole new world of integration coming 
down the line for businesses who are taking the 
leap into IP,” he said. “Stringing along analog 
products only delays the inevitable. If your IT de-
partment is on board with its security program 
your institution will ease into an IP environment 
much easier than if they were not. We have been 
fortunate in that the IT department at Emprise 
Bank embraced the idea and got on board early 
with the evaluation and implementation.”

“For the installation, we looked to American 
Digital Security for their expertise in systems in-
tegration,” said Mr. Couch. “ADS is a leader in 
the integration of network-based surveillance 
systems, and they were early supporters of mega
pixel camera technology for its outstanding im-
aging performance and ability to capitalize on 
the new IP system model.”

Placing Arecont Vision’s megapixel cameras 
in the parking lots has reaped benefits for Em-
prise Banks, according to Mr. Couch. The ability 

to give specific information to the police regard-
ing, for example, the color, make, model and li-
cense plate of the vehicle a suspect drove away 
in greatly enables finding and apprehending 
suspects. Inside the banks, the Arecont Vision 
megapixel technology has made it much easier 
to catch fraud. Mr. Couch notes that if an indi-
vidual came in to one of the banks to cash a one 
hundred dollar check, it would be possible to de-
termine from the video if that money was given 
to them in 20’s, 50’s, or a hundred dollar bill. The 
video data can also be taken and made into 
electronic files for later reference.

Identification Is the Key
While the Emprise team did evaluate other 
manufacturers, and appreciated the many fea-
tures available on the market, in the end it was 
Arecont Vision’s camera image quality and ease 
of use that determined their selection. “The 
Arecont Vision cameras have amazing picture 
quality,” said Mr. Couch. “Having been a Law 
Enforcement officer, I know how hard it can be 
to identify suspects from analog cameras of the 
past. It’s not a question with Arecont Vision 
megapixel cameras. Now, we can see tattoos 
and other identifiers on suspects, that weren’t 
possible with analog images. In fact, the details 
in the best analog cameras never came close to 
touching Arecont Vision megapixel cameras. 
With the right camera and lens you can read 
the county identifier sticker on a license plate 
from several feet away. That’s pretty good de-
tail!”

Images from Arecont Vision’s fixed cameras 
can be cropped to a 16 x 9 aspect ratio and 

Security

Drive-thru lanes at Emprise Bank are monitored by megapixel cameras,  
enabling license plate identification and facial recognition.



scaled to 1080p or 720p for a true High Defini-
tion format. The cameras can steam up to four 
regions of interest. The resolution is fully con-
trollable; it is possible to stream full resolution 
or scale less in order to conserve bandwidth. 

With support for compliant Power-over-Ethernet 
(PoE) and auto-iris control functionality, these 
cameras deliver full motion progressive scan 
resolution and are priced comparably to stand-
ard resolution IP video cameras. 

For Jeremy Couch and the Emprise Bank team, 
Arecont Vision has proved to be the right choice. 
“It’s nice to be able to talk directly to the staff at 
Arecont Vision,” he said. “The one issue I had 
with a camera was resolved immediately and the 
camera swapped out in five minutes. With Are-
cont Vision’s cameras installed, I can say that the 
first camera installed over a year ago has the 
same image quality as one installed today.”   

H.264 megapixel cameras eliminate the need for one camera per teller. Security staff can easily  
identify monetary denominations. 

The security staff is able to zoom in on specific in-
cidents, individuals and monetary denominations. 

Let’s talk security.

With current affairs filled with news of the 
economic downturn, it’s hard to see through  
the clouds. 

Get a clearer perspective and broaden your 
horizons at IFSEC, the leading global annual 
security event. Hosting over 800 world leading 
companies, groundbreaking technologies, a  
high-profile educational programme and more, 
IFSEC is the global event of choice for more than 
30,000 security professionals.  

Get involved at IFSEC.

Supported by:
Organised by:

11 – 14 May 2009, NEC Birmingham
www.ifsec.co.uk
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INTRUSION DETECTION

Sensor Data Fusion
The Ultimate ‘Smart’ Intrusion Detection Technology

mercial and industrial intrusion detectors intro-
duces several innovative technologies, chief of 
which are Sensor Data Fusion (SDF) and the Tri-
focus optical system. The first models of Profes-
sional Series were brought to the global security 
market in August 2006.

Always in Focus
Trifocus optics is a new, patented technology 
that employs three precision-engineered lenses 
for long, medium and short-range detection in 
combination with two separate PIR detector ele-
ments. Trifocus ensures maximum optical gain 
with virtually noise-free signal quality, providing 
the basis for the Sensor Data Fusion digital sig-
nal processing. 

The three focal lengths are optimized for the 
different detection ranges to be covered by the 
detector: Short-range detection is provided by a 
short focal length ‘lookdown’ lens at the base of 

The ultimate in intrusion detection is 
the balance between rapidly and 
accurately responding to the presence 
of an unauthorised human without 
the cost and time inefficiencies of 
false alarms. Numerous security 
systems manufacturers strive to 
develop intrusion detectors that 
provide optimal detection and 
eliminate false alarms. With its new 
range of Professional Series intrusion 
detectors with features that enhance 
ease of installation and level of 
security, Bosch Security Systems 
comes close to achieving this. 

The Bosch range of intrusion detectors provides 
a wide choice of models to suit the requirements 
of any type or size of application. In early 2005, 
Bosch introduced its Blue Line family of passive 
infrared (PIR) and microwave detectors. Aimed 
at the high-end residential and mid-range com-
mercial markets, the Blue Line detectors employ 
Bosch’s proprietary First Step Processing (FSP) 
and Tritech technologies and provide unique 
features that add flexibility and ease of use for 
the installer. FSP enables virtually instant re-
sponse to human targets. Up until recently, 
Tritech provided the highest possible level of de-
tection reliability and false alarm immunity in a 
microwave motion detector due to its proprie-
tary signal processing algorithms. 

This is now taken to the next level by the 
Bosch Professional Series: This family of com-

the unit and ensures seamless ‘to-the-wall’ cov-
erage. A medium focal length lens covers inter-
mediate distances, and a long focal length lens 
is optimized for coverage up to the rated range 
of the detector. The use of three individual lenses 
also effectively eliminates coverage gaps be-
tween the detector zones. It provides a very high 
density of detection zones, i.e., 86 zones distrib-
uted over 11 solid ‘curtains’ of detection.

This design approach allows for adjustment-
free installation, thus eliminating one of the 
most common installation errors of conventional 
motion detectors: Regardless of mounting height 
anywhere between 2 and 3 m or room size up to 
the rated range, no adjustments are necessary 
to provide optimum protection. A simple 
dipswitch allows a conversion of the detector 
from its rated range to a true medium-range 
device with 7.5 m coverage. The installer can 
carry less inventory, and at the same time make 

Comparison of IR images produced through a Trifocus lens (left) and conventional mirror (right) 

SDF fuses the data from five sensors to enhance catch performance and false alarm immunity 
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no compromises that usually arise when longer-
range motion detectors are used in small areas.

Trifocus’ enhanced optical gain can be visu-
alized by comparing with the ‘f’ aperture setting 
of a camera, i.e., the ratio of the focal length of 
the lens to its diameter: If an individual lens ele-
ment is too small relative to its focal length, the 
level of IR energy captured by this lens will not 
be high enough to produce a usable signal, 
much as a low quality camera lens performs 
poorly under low light conditions. Conventional 
detectors with only one lens or mirror and one 
PIR sensor that may need to cover a range from 
zero to, say, 15 m have limitations that prevent 
them from covering all distances with the same 
level of signal quality. This often leads to de-
creasing performance at distances close to the 
rated range, or large coverage gaps. In the Pro-
fessional Series, the overall optical gain is ap-
proximately doubled compared to state of the 
art detectors, thus allowing optimal coverage of 
all distances up to 18 m.

Triple Lens Optics
In the past, the manufacturing of high-quality 
PIR lenses was more difficult than that of mir-
rors. Therefore, mirror optics used to be the pre-
ferred choice for higher-end applications. Bosch 
has now overcome this limitation with a new 
and proprietary lens element design providing 
increased optical efficiency. Combined with a 

new precision manufacturing process, this gives 
an overall optical quality that surpasses the best 
mirror-based designs in today’s industry. 

Therefore, for the first time, it became possi-
ble to take full advantage of the inherent 
strengths of lens-based detectors over their mir-
ror-based counterparts: The typically higher pat-
tern density and seamless coverage of a lens-
based design is now accessible to the high-end 
intrusion market, further reducing the chances 
of an intruder to escape detection. Moreover, 
the Trifocus lenses are part of the detector en-
closure, which is sealed. This offers the highest 
level of robustness of construction and accurate, 
fixed positioning of the lenses to avoid misalign-
ment, as well as immunity against insects enter-
ing the unit and possibly triggering a false 
alarm.

Taking Sensible Decisions  
Autonomously
In existing PIR/microwave and other multi-tech-
nology motion detectors, alarm decisions are 
derived by each of the technologies independ-
ently. If both their results agree on the probable 
presence of an intruder, an alarm will be given. 
While this approach of checks and balance leads 
to improved false alarm immunity, simply build-
ing multiple sensor elements in one detector 
does nothing to increase its detection effective-
ness. 

Sensor Data Fusion now addresses this 
weakness by intelligently co-processing the sig-
nals from not only one microwave and one PIR 
sensor, but from up to five independent detec-
tors: two PIR sensors, a room temperature sen-
sor, a white light sensor and – in some models – 
a microwave sensor. The data from all sensors 
are simultaneously analysed by a proprietary 
digital signal possessing algorithm, embedded 
in a high-performance microcontroller. The alarm 
decision is based on a complex algorithm that 
takes into account all information that has been 
combined on a low level by Sensor Data Fusion.

This technology provides an improvement in 
catch performance by 35 per cent and a new 
level of false alarm immunity and responsive-
ness. At the same time, it enables several new 
features and performance enhancements that 
are described below. 

Giant Flies and Tiny Trucks
The new and patented range-adaptive micro-
wave sensor feature addresses a commonly 
known weakness of microwave motion detec-
tors: Their detection principle is based on the 
Doppler shift of an electromagnetic wave radi-
ated by the detector and reflected back from the 
target. Hence, the signal level very much de-
pends on the distance to the target due to the 
energy ‘dilution’ of the wave travelling forth and 
back. The detector sensitivity must be adjusted 
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to reliably detect average human intruders at 
rated range. Hence, very small objects in close 
proximity such as insects or birds will cause sig-
nals that mimic humans many meters away. On 
the other hand, remote objects that are strong 
microwave reflectors, such as a large vehicle, 
will cause signals that are indiscernible from 
those caused by humans within the rated range. 
This obviously leads to false alarm risks, which 
are only avoided in practice by relying on the 
PIR subsystem of the detector. Therefore, the 
overall performance will be reduced as a com-
promise has to be made between false alarm 
immunity and catch performance. 

With SDF, Bosch’s Professional Series PIR/mi-
crowave models overcome this limitation. By si-
multaneously processing both PIR channels, as 
well as the microwave signal, the sensitivity of 
the microwave detector is continuously and au-
tomatically adjusted based on the target range 
information derived from the PIR subsystem. 
With this technology, a fly directly in front of the 
sensor will no longer appear as a human, nor 
will a truck 30 m away!

Active White Light Suppression
Immunity to false alarms triggered by strong 
white light sources shone onto a PIR detector is 
a requirement in all global security markets. 
Such light sources can be headlights of passing 
vehicles or, more significantly, a flashlight held 
by a burglar intentionally trying to trigger false 
alarms. 

Traditionally, there have been various meth-
ods of achieving a limited degree of white light 
immunity, including additional filters in front of 
the sensor, special dark mirror materials, or pig-
ments in the detector lens. All these approaches 
have the disadvantage that they also reduce the 
desired IR signal, thus compromising detection 
performance. At the same time, white light im-
munity is always limited to a certain maximum 
Lux rating, which in practice often cannot be en-
sured reliably throughout the production life of 
a given product.

Professional Series entirely eliminates these 
limitations and drawbacks by employing Sensor 
Data Fusion. SDF uses a dedicated white light 
sensor to detect and eliminate any signals com-
ing from white light sources. This is achieved 
without impacting the PIR detection reliability, 
regardless of magnitude or temporal patterns of 
the white light.

Running Hot and Cold
Dynamic temperature compensation is an im-
portant factor in intrusion detector technology. 
A PIR sensor only produces a signal if it sees a 
temperature difference in the environment. The 
human body radiates IR energy that corresponds 
approximately to 36 degrees Celsius. If the am-
bient temperature is close to this temperature, 
e.g., due to tropical climate or excessive heating, 
there will be a low or no temperature difference 
seen by the detector. Hence, no usable signal 
will be generated. It is common to achieve some 
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level of temperature compensation by making 
PIR sensors more sensitive at higher ambient 
temperatures, or to even disable the PIR portion 
in dual detectors and only rely on the microwave 
subsystem. However, this results in over-sensi-
tivity and thus increases the false alarm risk. 

With SDF, Bosch provides dynamic tempera-
ture compensation that uniquely adjusts the 
temperature sensitivity around a certain critical 
range. As the ambient room temperature ap-
proaches that of the human body, the sensitivity 
automatically increases within a narrow range 
of a few degrees around human body tempera-
ture, thus allowing detection of subtle differenc-
es but avoiding false alarms at higher tempera-
tures. In combination with the enhanced signal 
quality of the Trifocus optical system, this leads 
to a detection reliability at all temperatures and 
detection ranges that is unsurpassed in the in-
dustry.

�D r. Falk Herrmann

First RFID-Enabled Mobile Thermal Transfer Printers
Zebra Technologies has 
announced the launch 
of its innovative Zebra 
P4T and RP4T mobile 
printers, the world’s 
first mobile RFID print-
ing solutions. The easy-
to-wear and carry Zebra 
P4T and RFID-enabled 
RP4T mobile printers 
are ideal for indoor and 
outdoor applications in 
government, manufac-
turing, transportation 
and logistics and mobile field service. The Zebra RP4T is shipped with RFID function-
ality while the P4T is RFID upgradable. In addition to enabling printing of EPC-com-
pliant passive UHF RFID Class 1, Gen 2 labels at any location, the new Zebra P4T and 
RP4T printers offer unique capabilities for enhanced connectivity and productivity 
including:
•	 �Bluetooth 2.0 and 802.11g wireless connectivity options, and state-of-the-art 

WPA2 security for enhanced data protection and user authentication;
•	 Dual print methods (direct thermal and thermal transfer) in a single printer;
•	 �Long-lasting, element-resistant thermal transfer labels, tags and receipts and 

RFID labels can be printed where and when customers need them, providing en-
hanced data and asset tracking accuracy and improved workforce efficiency.

www.zebracard.com

Third Party VdS Approval 
C-Tec’s range of EN54-4 compliant 
power supplies have attained third-
party approval by the VdS, Germany’s 
independent testing and certification 
institution for fire prevention and safety 
technology. With low current consump-
tion and deep discharge battery protec-
tion, the 1.5AMP BF360-24 and the 
2AMP BF360-12V switch mode power 
supplies include a host of user and installer friendly features including link selectable 
battery charging capacity and EN54 compliant flagging of battery impedance. The 
power supplies have been extensively tested by the Loss Prevention Certification 
Board and meet the relevant parts of the Construction Products Directive (CPD). 
www.c-tec.co.uk �

Video Recording 
Abus has introduced ist Hybrid Digital Video Recorder (HDVR) – the “Black Box” that 
conceals an interior capable of handling a large amount of images and data. The 
new generation of the company’s Security-Center recorders unites analogue and IP 
cameras within a high-end system. It is capable of handling up to 40 channels (8 of 
which are for IP cameras) with a frame rate of 1,000 FPS. Another new product ist he 
company’s Eytron NVR. This network digital recorder enables the recording, and 
management, of video data from up to 24 IP cameras, hence providing a high-per-
formance platform for the booming IP camera market. 
www.abus.com 
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more info at www.pro-4-pro.com/security

Access Control System
Siemens Building Technologies has launched the latest version of its 
Sipass Entro Access Control System, with a number of new features to 
further enhance the system’s flexibility and a new RoHS (Restriction of 
Hazardous Substances) compliant controller. Amongst the new fea-
tures are: the ability to design and print personalized photo ID cards; 
full compatibility with Windows Terminal Server; enhanced flexibility 
in configuring common alarm outputs and the addition of another lan-
guage (Portuguese), bringing the total number of languages supported 
to thirteen. Also a powerful new RoHS compliant SR35i controller (re-
placing the existing SR34i) has been introduced but attention has 
been paid to ease of expansion with backwards compatibility right 
through to the MP 4.7 release of the system. The visual template de-
sign tool embodied within the new version allows personalized access 
cards/badges to be easily produced via standard Windows printer driv-
ers, with the capacity to also create receipts for signature by the card-
holder upon issuing of the card.
www.siemens.com/industry

Camera with External Adjustments 
The Concept Pro VLP4526 Housed IR Camera from Videcon is now available 
with external adjustment controls to make a successful installation 
easier. It belongs to a series of high resolution cameras built into a 
robust, weatherproof housing – particularly suited for low-light 
environments. The external adjustments alter the camera lens’ 
field of view and focus as well as the DC level. The Company has intro-
duced this extra feature to ensure installers have the equipment they need 
to complete a fast and effective installation and just as easy to maintain and recalli-
brate according to changing demands. The camera has a strong visual presence and is an effective 
criminal deterrent. It is fully cable managed for a more secure and aesthetically pleasing finish.
www.videcon.co.uk

High Resolution LCD Monitor
Panasonic has launched its 19” WV-LC1900 and 17” WV-LC1700 LCD color 
monitors. Fully equipped with proprietary image-processing technology, they 
both deliver images with greater sharpness and clarity. The LCD offers a screen 
resolution of 1,280 x 1,024 (SXGA), 500 TV lines of horizontal resolution and 
an approximate 16.7 million full color display. The monitors offer excellent pic-
ture quality and high resolution with motion adaptive interlace and progres-
sive converter technology. The multi-language color monitors come with 2x 
BNC composite inputs with loop through outputs, S-Video, RGB for PC input 
and a 0.5 W built-in speaker. With a selectable color temperature and three 
scan sizes including full scan (5:4), over scan (4:3) and under scan (4:3), picture 
sizes can be adjusted using the on screen display setup menus and front panel buttons. 
www.panasonic.com 

The World’s Smallest Video Encoder with H.264
Axis Communications introduces a highly compact and cost-effective 
one-channel video encoder with H.264 video compression. The AXIS 
M7001 Video Encoder is perfect for integrating small or large numbers of 
analog CCTV surveillance cameras into an IP-based video surveillance sys-
tem. The encoder offers great video quality with superb H.264 performance 
combined with a compact design and a competitive price. It presents a cost-
effective solution to gaining the benefits of network video without having to re-
place analog cameras. The video encoder’s small size (smaller than a modern cell phone) 
also makes it ideal for use in camera housings and discreet surveillance applications, for ex-
ample, in retail stores and banks. A small covert camera is made available with the video encoder in the AXIS 
M7001 Covert Surveillance Kit. The AXIS M7001 Video Encoder is designed to be installed close to an analog cam-
era. It converts analog video signals from all types of analog cameras into digital video streams that are then sent 
over an IP-based network (e.g. LAN/Intranet/Internet). The video encoder also provides pan, tilt, zoom support to 
PTZ and PTZ dome cameras. The encoder can deliver two simultaneous video streams, one in H.264 and another in 
Motion JPEG, at full frame rate in all resolutions up to D1 (720x480 in NTSC, 720x576 in PAL).�

PERIMETER  SECURITY
SOLUTIONS 

www.bunkerseguridad.es

IFSEC 2009
11-14 MAY 2009 

NEC Birmingham, UK
HALL Nº 3A BOOTH Nº 3/C5

LIVE !
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PHOTOELECTRIC BEAM  and
CCTV CAMERA ENCLOSURE

Security



34� GIT Security + Management 2/2009

RFID

Think You Know RFID?
Top Five Most Common Myths

people on and off the ski slopes. In the last cou-
ple of years, RFID has been used in passports in 
an increasing number of countries across the 
world – and the first British passports in 2007. 
Add to that payment cards, public transport tick-
ets and patient identification, and the scope for 
the technology becomes clear.

Currently, the CASAGRAS initiative is getting 
people talking about RFID across Europe. An odd 
name for a sensible idea, the European Commis-
sion launched the CASAGRAS project in October 
2008. It aims to promote international collabora-
tion on RFID, to examine how stakeholders can 
work together to meet the global challenges and 
maximise the opportunities presented by the 
technology. CASAGRAS is in its early stages but it 
should prove to be a good way to get people 
talking at an international level. Given the nature 
of international supply chains, RFID needs to op-
erate at a global level in order to be successful.

Privacy remains a contentious issue in the 
RFID world. Protest bodies like CASPIAN (Con-
sumers Against Supermarket Privacy Invasion 
and Numbering) in the US and FoeBuD in Ger-
many are quick to point out the weaknesses in 
passive and active tags – and how they can be 
misused for tracking people without their knowl-
edge, for example. 

RFID has been touted as the ‘next big 

thing’ for years. But what does that 

actually mean? Will we ever reach 

widespread item level tagging in 

Europe? Having spent too long not 

quite living up to its own hype, it’s 

time to take a new look at the 

technology – how it’s being used, 

what’s going to happen in 2009, and 

which common preconceptions about 

RFID are groundless.

First, a look at the positives: in the right circum-
stances, RFID is a very useful technology. Al-
though most people associate it with the retail 
and logistics industry, it is becoming increasingly 
popular in the leisure business – for example, 
wristbands acting as tickets for events, or to let 

Six months ago the EU carried out a public 
consultation into RFID and privacy, with a view 
to implementing legislative guidelines around it. 
While EU legislation would certainly help to put 
people’s minds at rest, we need an international 
remit, not simply a European one, to reflect the 
global nature of the technology. 

Historically, the US has led the way with RFID 
development. At Zebra, we are able to monitor 
progress on both sides of the Atlantic. In terms 
of sales, America still outstrips Europe by some 
distance. The one factor that straddles all mar-
kets at the moment is the economy – whatever 
Auto ID technology is being used – customers 
are demanding return on investment in record 
times in order to justify the spend to their fi-
nance teams. Despite being seen as an expen-
sive technology, this could potentially be a good 
thing for RFID.

How to Differentiate Between the 
Facts and the Hype?
Below are some of the stories around RFID that 
we hear most frequently from customers and 
prospects. All of them require clarification to 
help those interested in the technology to make 
the most informed buying decisions.

Security
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RFID

Think You Know RFID?
Top Five Most Common Myths

RFID – Don’t Believe the Hype

1. �Look forward to 2009:  
the year RFID really takes off…

How many times before have we heard that 
one? Let’s get this straight – despite what some 
in the industry say, RFID technology is never go-
ing to suddenly explode. Iterations of RFID tech-
nology have been around since 1946 when a 
Soviet Spy invented a clever listening device. It’s 
a technology that develops slowly. If you’re ex-
pecting a sudden take off, you’ll be waiting for 
some time yet. That said, the number of RFID ap-
plications available increase every year. For ex-
ample, the recent development of mobile RFID 
printers has enabled applications where stock or 
assets can be labelled ‘in the field’. Mobile tech-
nology is developing quickly, and that will con-
tinue to drive RFID innovation on the move.

2. It’s all about the mandates
It has long been assumed that when big retail-
ers mandate the use of RFID for suppliers, the 
technology becomes more widespread. In reality, 
mandates are important, but there are a number 
of drivers for take-up of the technology.

For example, the Wal-Mart mandate is still 
frequently cited as the reason why RFID is so 
much more advanced in the US. Today, 500 sup-
pliers are still mandated, but the majority of 
them feel that the retailer is no longer pushing it 

Zebra Strips RFID to Reveal Its Full Potential

Zebra Technologies, the on-demand printing solutions provider, has launched an 

RFID guide to help companies better understand the technology and how it can 

help during the recession. The guide, called ‘Think you know RFID?’, offers an in-

sight into the technology and addresses the most common myths associated with 

it. “In the 1990s recession, Auto-ID sales climbed despite high costs, as companies 

streamlined their objectives. It is likely we will see this again as we stride deeper 

into the current recession. RFID attracts attention as more businesses demonstrate 

return on their investments with this technology,” said Christine Watts, VP Market-

ing, EMEA at Zebra Technologies. As well as explaining RFID and its expansion, the 

guide identifies the five myths that are described in this article an that customers 

and prospects frequently associate with the technology. “We’ve been working with 

RFID technology for nearly ten years and gained a broad experience of RFID across 

a variety of industries. We believe RFID compliance has enormous strategic implica-

tions for retailers, manufacturers and suppliers,” said Watts. 

Security
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– the pressure isn’t on like it once 
was. One mandate that is being 
pushed is Sam’s Club, a wholesale 
retailer owned by Wal-Mart. Also, 
Best Buy Stores has mandated 100 
suppliers. In Europe, there have 
also been important mandates, 
such as that from the leading Ger-
man retail giant Metro. In 2007 the 
business mandated 650 suppliers 
to use RFID.

However, it’s important to re-
member that there are now a 
number of different drivers for RFID 
take-up, which don’t just involve 
the retail and healthcare markets. 
For example, increased concerns 
about security of high-value IT 
equipment has meant that UHF 
tags are increasingly used for asset 
tracking in the supply chain.

Also, tighter restrictions around 
entry at events, and security con-
cerns for employees have increased 
usage of UHF tags for access con-
trol and monitoring employees ar-
riving and leaving work for security 
reasons.

3. They’ll be tagging your favour-
ite pet next…or even us?
In fact, tagging animals with RFID 
is already happening – it’s a re-
quirement of the Pets Passport 
Scheme and is used to provide a 
‘cradle to table’ life history for live-
stock. Cattle have been tagged in 
this way for many years in fact.

As for humans, this is perhaps 
further away in most cases. We’re 
certainly not all suddenly going to 
implanted with RFID chips and fol-
lowed around the supermarket by 
CCTV. On the other hand, RFID 
wristbands are being used in 
healthcare to identify patients and 
keep track of their treatment. 
Putting a chip on a wristband is 
slightly more sensible than subcu-
taneous implants.

4. �The next big thing: in ten 
years, RFID will have replaced 
the barcode

There are plenty of alternatives to 
RFID – sometimes users just don’t 
understand what’s available. In re-

ality, RFID is only suitable in a small 
number of cases – more often than 
not there’s another Auto-ID solu-
tion that works. In Europe, sales of 
2D barcodes (containing twice as 
much information as the conven-
tional one dimensional version) are 
growing ten times as quickly as 
any kind of RFID tags. They are par-
ticularly popular for labelling drugs 
in order to avoid counterfeiting. 
Sometimes using something as 
simple as a mobile barcode printer 
instead of a fixed one in the ware-
house can make significant time 
and money savings. And finally, it 
comes down to cost. Although 
there are some pilots of item level 
tagging taking place in the US, 
conventional barcodes will always 
be a fraction of the cost of RFID 
and often do the job just as well. 
It’ll take many, many years for that 
to change. 

5. �Interference in hospitals? 
Blame it on the RFID tag 

A study carried out by the Univer-
sity of Amsterdam in the summer 
of 2008 concluded that the use of 
RFID technology in hospitals could 
damage hospital equipment. It re-
ported that the technology could 
cause electromagnetic interference 
that could shut down IV pumps 
and cripple defibrillators. It made 
for worrying reading for those hos-
pitals investing in RFID technology. 
However, the report was flawed. 
According to experts, the tests 
were carried out under unrealistic 
conditions. The RFID products were 
set at extremely high power watt-
ages, and their frequencies weren’t 
consistent with the majority of 
health care-related RFID applica-
tions.

It goes without saying that any 
prospect of RFID having a negative 
impact on medical devices has to be 
taken seriously. In response to con-
cerns about RFID and equipment 
safety in hospitals, the Automatic 
Identification Taskforce was organ-
ised by the Healthcare Information 
and Management Systems Society 
in Chicago. The taskforce brought 
together customers, vendors and 
suppliers to discuss the risks of RFID, 
and concluded that the “risk was 
less than the reward”.

The technology is extremely 
useful in hospitals, demonstrated 
by the number of applications 
available for tracking patients, 

blood prescriptions and equipment. 
It’s safe, secure and saves hospital 
employees’ time as well as re-
sources.

Leaner Times, More Oppor-
tunities?
In conclusion, RFID certainly has its 
uses, as it always has done. The in-
dustry is simply more realistic 
about what it can achieve and how 
it should be used than it was a few 
years ago. The US is still ahead of 
Europe in terms of development, 
but it is important to remember 
that there are different drivers in 
each market.

In Europe, organisations like 
CASAGRAS and businesses like the 
Metro Group will ensure that RFID 
remains on the Auto-ID agenda 
and that it remains a hot topic in 
relevant circles. RFID will only be 
genuinely effective when it’s used 
across an industry, rather than by 
individual businesses. Standards 
will help, but to truly unleash the 
potential savings businesses have 
to work together on this.

What will be interesting to see 
is how the technology will develop 
over the next year. RFID is undoubt-
edly an expensive form of Auto-ID, 
but leaner times don’t necessarily 
mean lower sales. The recession in 
the early 1990s was a boom time 
for the Auto-ID industry. The de-
mands of greater ROI and lower 
budgets for testing and pilots 
won’t necessarily mean RFID is put 
on the back burner until wealthier 
times – it could be just the boost it 
needs.

C o n t a C t2

Zebra Technologies Europe Limited, 
Bourne End, United Kingdom 
Tel.: +44 1628 556000
Fax: +44 1628 556001 
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PERFECT VISUAL SOLUTIONS FOR YOUR CONTROL ROOM
Your competent partner for intelligent large screen solutions

) eyevis GmbH, Hundsschleestrasse 23, 72766 Reutlingen/Germany 

Tel.: +49 (0) 7121 43303-0, Fax: +49 (0) 7121 43303-22 www.eyevis.de / info@eyevis.de

) Reliability: Systems for mission critical environments for 24/7 
operation

) Quality: Best image quality and high resolution

) Flexibility:  Real-time display of many different sources: 
IP video, analog video, RGB/DVI, LAN

) Connectivity: Compatibility with any system, open architecture

) Userfriendly: Flexible system management, easy administration

) One stop solution:  DLP™ cubes and LC displays for video walls, graphics 
controller, wallmanagement software made in 
Germany

EQ 600 WD II – EverFocus Wide Dynamic Colour Camera
By utilizing Digital Pixel SystemTM  (DPS) technology, the new EverFocus EQ 600 
WDII significantly improves the performance of surveillance cameras in extreme 
lighting conditions.  Where traditional CCD cameras face difficulties processing im-
ages in strong backlighting, EQ 600 WDII processes each pixel independently, cor-
rects any variation and delivers the best possible images in high-contrast sceneries. 
The core innovation of DPS is the inclusion of an analogue-to-digital converter (ADC) 
within each pixel of the image sensor, converting an image into digital format im-
mediately at the point of image capture.  The sensor’s architecture also eliminates 
any blooming or smearing under extreme conditions, hence provides supreme image 
quality. EQ600 WDII offers a user-friendly on-screen display and intuitive control 
functions.  It’s the best choice for retail applications, building lobbies and car park 
entries as well as for all areas where contrasting light conditions are an issue. 
info@everfocus.de�

Perimeter Beam Towers for Industrial Areas
A security system employs a plurality of towers for detecting an intruder. The prod-
ucts MB and PT by Bunker Seguridad prove to be indispensable solutions where the 
securing of aesthetically landscapes or sensitive areas require a robust but discreet 
enclosure capable to host both Twin and Quad photoelectric beams, and microwave 
sensors. The major benefit provided by the PT and MB range is that the intruder is 
unable to determine the number, position, type and orientation of the security sen-
sors installed inside. MB and PT are an economical perimeter security protection en-
closure designed for quick and easy installation. Bunker Seguridad Electronica S.L. is 
a Spanish company specialized in the manufacturing of products and devices aimed 
at perimeter security and anti-intrusion systems. Bunker Seguridad was established 
in the beginning of March 2002, and has been working closely with other leading 
security manufacturers and distributors, to design and develop a range of products 
to complement the prestigious end of the Perimeter Security market. 
info@bunkerseguridad.es

HDTV Camera at Intersec 
Axis Communications introduced their new generation of network 
video products, which support the latest H.264 compression technology 
at Intersec 2009. Marking its third presence at the Middle East’s largest 
security trade fair and conference, the company revealed its latest 
broadcast product portfolio of state-of-the-art surveillance systems 
which support H.264 compression technology on a 54 square meter 
stand, specifically developed to showcase more than 20 network cameras. Among 
the products on display were the newly launched Q1755 Camera and M10 Network 
Camera Series. The storage and bandwidth demands are considerably reduced whilst 
complying with the SMPTE (Society of Motion Picture and Television Engineers) 
standards for HDTV. 
www.axis.com �

Winning Eagle 
Dallmeier’s VMC-1 “Eagle” won the Security & 
Safety Award which was presented at the occasion 
of the Sicurrezza trade fair. It managed to prevail 
over a large starting field in the qualification 
stage. In the final round the product eventually re-
ceived the “Top Selection” Award in the “Friendly Product” category. Oliviero Tron-
coni, president of the Security Award jury and professor at the Politecnico di Milano 
University explains the jury’s decision: “The characteristics that we found most im-
pressive with the VMC-1 “Eagle” were its ease of use and the ergonomic design that 
make it an effective man-machine interface.” 
www.dallmeier.com�

Megapixel Lenses 
Fujinon has enlarged its range of Megapixel lenses and has 
now introduced further new models. Complimenting exist-
ing models featuring auto iris control (DC type), new ver-
sions with manual iris control are now available. The lenses 
are equipped with metal mounts, focusing knobs for zoom 
and focus and use the company´s proprietary Aspherical 
Technology optics. Additionally one of the models is also avail-
able in a day & night version, supporting day & night cameras. 
D8x7.8HA is the latest in the range of high resolution zooms offering support for 
cameras of 1.3 Megapixel resolution. The lens has a focal length range of 7.8–63 
mm and a wide aperture of F1.2. 
www.fujinon.de

Launch in Europe
The Canadian-based DVR and camera manufacturer 
Digimerge has launched its products in Europe. The units 
consistently out-perform rival offerings in the value sec-
tor of the market and as installers and end-users seek 
competitive offerings in a straitened economy the range 
is likely to prove attractive. The DHU500 series of Pentaplex network DVRs will ap-
peal to integrators working on IP-addressable systems. Features such as 480 FPS live 
view and industry-leading Seagate hard drives have led to a recent ‘best buy’ recom-
mendation from a major British CCTV magazine serving the installer community. The 
products will be distributed exclusively in the UK and Europe by ADI-Gardiner, this 
fact in itself underlining the industry’s trust in product build quality. 
www.digimerge.com

Security
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SAFETY · SECURITY · MANAGEMENT

The International Air Transport 
Association (IATA) announced the 
aviation safety performance for 2008. 
The total number of fatalities from 
aviation accidents dropped from 692 in 
2007 to 502 in 2008. This resulted in  
a 56% improvement in the fatality  
rate from 0.23 fatalities per million 
passengers to 0.13 per million 
passengers. The global accident rate 
(measured in hull losses per million 
flights of Western-built jet aircraft)  
stood at 0.81 – or one accident for  
every 1.2 million flights. This is a slight 
deterioration on 2007 performance when 
the accident rate was 0.75 – or one 
accident for every 1.3 million flights.

There were 109 accidents in 2008 compared to 100 
in 2007. The number of fatal accidents increased 
from 20 in 2007 to 23 in 2008. IATA member air-
lines significantly outperformed the industry in safe-
ty. With 33 accidents, IATA members drove their ac-
cident rate downwards from 0.68 in 2007 to 0.52 in 
2008. That is equal to one accident for every 1.9 
million flights. “Safety is the industry’s number one 
priority. Today’s statistics confirm that travelling by 
air is one the safest things that a person can do,” 
said Giovanni Bisignani, Director General and CEO 
of IATA.

There are significant regional differences in the 
accident rate. North Asia had a perfect record of 
zero hull losses in 2008. North America (0.58), Eu-
rope (0.42) and Asia / Pacific (0.58) all performed 
better than the global average. Africa had an acci-
dent rate that was 2.6 times worse than the world 
average (2.12). However, this extends a year-on-
year trend of significant improvements. The Com-
monwealth of Independent States (CIS) had the 

worst accident rate in the world at 6.43 (7.9 times 
worse than the global average). 

Three Issues Emerged in 2008:
Runway excursions accounted for 25% of all acci-
dents in 2008. IATA will launch a Runway Safety 
Toolkit in 2009, which it has developed with Flight 
Safety Foundation. The toolkit will also be incorpo-
rated with IATA’s broad ranging safety data tools in 
the IATA Global Safety Information Centre to be 
launched later this year.

Ground damage accounted for 17% of all acci-
dents in 2008. To improve safety and combat this 
US-$ 4 billion annual industry cost, IATA has 
launched the IATA Safety Audit for Ground Opera-
tions. This is the first global safety standard for 
ground operations. A total of 80 audits are targeted 
for this year.

A total of 30% of all accidents in 2008 noted 
deficient safety management at the airline level as 
a contributing factor. IATA has incorporated a re-
quirement for Safety Management Systems into the 
IATA Operational Safety Audit and is working with 
carriers at an individual and regional level for effec-
tive implementation.

These initiatives are consistent with IATA’s com-
prehensive Six-point Safety Programme which fo-
cuses on infrastructure safety, safety data manage-
ment and analysis, operations, Safety Management 
Systems, maintenance and auditing.

“Our record on safety is impressive. But the ac-
cident in Buffalo and all the 502 fatalities in air ac-
cidents in 2008 are human tragedies reminding air-
lines, regulators and industry partners everywhere 
that safety is a constant challenge and we must al-
ways strive to do better. Our target is zero accidents, 
and zero fatalities. Nothing less is an acceptable re-
sult,” said Bisignani.

� www.iata.org

More Accidents but  
Fewer Fatalities in 2008
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planning of the room, leads to ergonomic stud-
ies, comes to the integration of signal sources, 
and is far from being finished with the furnish-
ing. Large screen systems for such applications 
should be ready for 24/7 operation, i.e. they have 
to meet the requirements of continuous long-
term operation and should have appropriate 
features. Of course, at the same time, ergonomic 
demands have to be fulfilled. For this reason, 
conventional projectors are not a suitable option 
for control room applications. With projectors, 
the rooms have to be darkened, the devices pro-
duce disturbing noise, the image quality is poor, 
resolution is limited, their components in general 
are not made for long-term operation, and the 
display capabilities are usually restricted.

A control room fitted with modern, ergonom-
ic equipment comprising the latest display tech-
nology can decisively enhance the efficiency of 
the processes, and therefore can improve the 
productivity of the complete site. Unclearly ar-
ranged work spaces, inappropriate or even no 
large screen system, make the workflow more 
complicated, inefficient, and may even cause an 
increased amount of stress in case of emergen-
cies, which may lead to faulty operations and 
false reactions. Today, the implementation of 
large screen systems for the comprehensive dis-
play of all relevant processes and information is 
very common. They are the only solution grant-
ing a clear overview of the situation to all opera-
tors in the control room at the same time.

Keeping the Ghosts Away
The technologies most often used in control 
rooms of today and tomorrow, are rear-projection 
cubes, based on DLP technology, and LC displays. 

Control rooms and operation centers 
are considered to be rather boring 
workspaces in which people are 
watching displays 24 hours a day, 
pretending to control, and nothing 
happens anyway. However, in many 
different branches, control rooms are 
a necessary and useful instrument, 
guaranteeing stable processing and 
security. 

These “nerve centers” of companies and organi-
zations are, in fact, anything but boring since 
these control rooms most often use the latest 
large screen technology for the central and com-
prehensive display of all relevant information. 
This allows quick and efficient reactions in case of 
emergencies or other sorts of failures and alarms.

The technologies used for large screen sys-
tems in control rooms differ depending on the 
kind of application, the space available for the 
system, the number of operators and other fac-
tors. eyevis, a German manufacturer of large 
screen solutions, offers a complete range of 
products for any kind of application. Eyevis has 
many years of experience in the fields of large 
screen technology and is specialized in the cus-
tomized planning and realization of large screen 
systems world-wide. 

Made to Measure
Control rooms and operation centers cannot be 
purchased off the shelf, because the require-
ments towards the system vary too much even 
within individual fields of applications. Much 
more critical is the interoperability of the differ-
ent components installed. This starts with the 

Rear-projection cubes are available with various 
screen sizes and resolution standards. A number 
of these cubes can be combined to almost 
“seamless” large screen walls. The main advan-
tage of these systems is their invulnerability for 
burn-in effects with static image content. Further, 
these cubes offer several optimizing features, 
such as automatic double-lamp systems, or auto-
matic adjustment of color and brightness. In ad-
dition to that, the components used for these 
devices are designed for long-term operation. 
Another display technology, primarily used in do-
mestic environments, is plasma displays. These 
are excellent for the display of video data for 
consumers, but not for control room applications. 
Plasma displays are already very likely to suffer 
from burn-in effects after a short time if static 
images are displayed. This can even happen with 
video images from cameras, since they usually 
show the same area and much of the content re-
mains unchanged. Burn-ins can also happen with 
on-screen elements of the camera signal, like the 
camera number or channel ID. “Burn-in” de-
scribes an irreversible affection of the phosphor 
layer, and therefore a sustained defect of the de-
vice. Lower costs when the system is purchased 
may now turn into the opposite.

In the recent past, we can observe an increas-
ing number of large screen systems using a ma-
trix of LC displays. Here it is important to note 
that professional devices are used providing op-
timized features for long-term operation. Al-
though LC displays are not so endangered by 
burn-in effects with static images as plasma dis-
plays are, they may suffer from similar effects, 
like memory effects and ghost images. This mem-
ory effect does not turn up immediately; it is re-
versible and in general disappears completely 
when the display is switched off for about 24 
hours. There are several methods available to 
avoid this risk. One possibility is to switch the 
display off for 4-6 hours within 24 hours. Another 
solution could be to switch the images from one 
display to another from time to time (e.g. differ-
ent wall layouts for night and day operation). 
With a scheduler tool, like the one integrated in 
Eyevis’ Eyecon wall management software, this 
can also be done automatically. Of course, it is 
also possible to use a kind of screen saver. The 
Eye-LCD series provides a so-called running-line 
screen saver option. This running line is only one 
pixel wide and can be adjusted with regard to 
time and speed. This kind of screen saver does 
not affect the readability of the information dis-
played. For control room applications one should 
keep clear of cheap, fanless LC displays, since 
heat is one of the main reasons for the appear-
ance of memory effects. The displays from the 
Eye-LCD series contain several fans which use 
special ventilation ducts to dissipate the heat 
produced by the displays of a monitor wall.

Mind the Gap
So, if we make a direct comparison of the differ-
ent technologies, we can exclude the use of 

CONTROL ROOMS

The Big Picture
Large Screen Technology in Control Rooms and  
Operation Centers

Airport Security
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plasma displays from control room applications 
due to their sensitivity to burn-in effects, their 
lower resolution and the wide gaps between the 
displays when used in a combined video wall. 
Common projectors for office applications should 
also not be taken into account. What is left for 
professional video wall applications are DLP 
cubes and professional LC displays. Besides the 
display solution, sophisticated large screen sys-
tems generally comprise a so-called split control-
ler including appropriate control management 
software. To avoid problems of interoperability in 
the preferred solution, all of these components 
should be available from one provider. 

LCD monitors are already available with a 
relatively thin bezel, which is especially impor-
tant for modular video wall applications. But 
with approximately 14mm per LC display, the 
resulting gap is still much wider than with cubes 
which provide a gap of only about 0.3 mm per 
cube. As technology is continuously developing 
further, the gap for LC displays will become 
smaller. The aspect ratio of LC displays is always 
16:9, whereas many software applications pro-
duce images in 4:3 or 5:4. This results in distort-
ed images when displayed in full-screen mode. 
Or the display shows black zones bottom and 
top, or on both sides if the image is displayed in 
native aspect ratio. DLP cubes are available with 
all common aspect ratios, 16:9 (16:10), 4:3 and 

5:4. Further differences can be observed when 
we look at the available display resolutions for 
both technologies. LC displays usually only offer 
two different resolutions; these are 1366x768 
and 1920x1080 pixels. Here, cubes can once 
more show their higher flexibility, since they are 
available with 1,024 x 768, 128 x 1024, 1,400 x 
1,050 and 1,920 x 1,080 pixels. Cubes with reso-
lutions up to 1,920 x 1,200 pixels are already 
under development. 

Let There Be Light
A disadvantage of the DLP cubes is the high-
performance lamp used for illumination. These 
lamps have an MTBF of approx. 10,000 hours. To 
guarantee higher reliability of the systems, they 
can be equipped with automatic double-lamp 
systems, i.e. the system automatically switches 
within seconds to a second spare lamp if the op-
erating lamp breaks. Cubes using alternative 
light sources for illumination (LED) provide a 
higher MTBF of approx. 50,000 hours.

LC displays have no lamps for illumination. 
Here, the light comes from the so-called panel 
backlight, which can be either LED-based or a 
kind of tubular fluorescent lamp. In general, 
these panel backlights are indicated with an 
MTBF of about 50,000 hours. The core of a DLP 
cube is the DMD (Digital Micromirror Device) 
chip with an MTBF of 100,000 hours.

Keeping Control
A modular matrix of screens made up of LCD 
monitors or DLP cubes is generally controlled by 
a so-called split controller which provides spe-
cial graphic boards for incoming and outgoing 
signal sources (RGB, DVI, LAN, analog Video or 
IP Video). With these graphics controller units it 
is possible to display all connected signals and 
sources on the large screen wall. These signals 
can be PCs connected via RGB or DVi inputs, ap-
plications running directly on the controller, net-
work sources and video signals, for example. The 
split controller should support real-time display 
of the sources. Further, streaming video or video 
over IP should be decoded by hardware decod-
ing cards inside the controller. With a convenient 
software solution it is possible to control and 
administer the complete system and all connect-
ed signal sources. 
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On-board Transit Chair for  
Air, Sea and Rail

According to the regulation, airport operators 
and operating air carriers within the Community 
shall not refuse to “embark a disabled person or 
person of reduced mobility provided that the 
person concerned has a valid ticket and 
reservation.”(Art.3(b))

“If the size of the aircraft or its doors makes 
embarkation or carriage of that person physically 
impossible” they “shall make reasonable efforts 
to propose acceptable alternative to the person 
in question” (Art 4.1(b)). This is not intended to 
allow derogation of duty, but to make positive 
steps to assist with embarkation, to make rea-
sonable efforts to arrange seating to meet indi-
vidual needs, and to assist in moving to toilet 
facilities if required.

Although the DPTAC design specification is 
not a statutory requirement, it is intended to 
promote best practice in meeting the needs of 
disabled people. It will be a matter for regula-
tors, providers and operators to decide whether 
to adopt these specifications for themselves.

The picture of the Air+Chair™ illustrates 
how the specification has been interpreted by 

Evac+Chair International Ltd is a UK 
based company with over 20 years 
experience in the design and 
manufacture of patient and passenger 
transport solutions for persons with 
mobility impairment. The Air+Chair is 
part of a family of products, and 
provides assistance to disabled 
persons and persons with reduced 
mobility travelling by air, sea or rail 
and protects them from discrimination 
through intelligent design.

Disabled Person’s Transport Advisory Committee 
(DPTAC) is a UK Government advisory body es-
tablished under the Transport Act 1985. In 2007 
it released a design specification for an On-
Board Wheelchair to be carried on commercial 
passenger aircraft. This is the first public docu-
ment created in response to the European Union 
Regulation 1107/2006, which gives disabled 
people and people with reduced mobility oppor-
tunities for air travel comparable to other citi-
zens when they fly out of EU airports. 

Evac+Chair International Limited, a well known 
company with a range of products suitable for 
passenger handling. The Air+Chair weigh 8 kgs 
and accommodates a narrow aisle from 390 mm 
(15.5 inches) wide. Its folding back rest and gull-
wings allow for easy transfer into the aisle. The 
maximum payload of 250 kg is due to the intel-
ligent design of the load bearing support legs 
and cross beams. The Air+Chair has several 
unique features which have been registered with 
the UK Patent Office. The Air+Chair is an intelli-
gent solution for air, sea and rail applications.
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Global Hybrid Network Deal
Sita announced that it has signed a 
five-year, US-$76 million contract to 
implement and maintain an ad-
vanced communications and desk-
top infrastructure for Saudi Arabian 
Airlines (SV) globally. The hybrid 
network solution will facilitate the 
introduction of a broad range of 
new applications including a new Passenger Management System. The new project 
will help the 18-million passenger airline to reduce its communications-related costs 
significantly, become more flexible and provide its customers and staff with ad-
vanced, future-proof services with mobility access over SITA’s (IP-VPN) secured net-
work, the largest private network in the world. The project represents the second 
part of a two-phase project which initially commenced in June 2006 to renovate the 
IT and communications infrastructure. 
www.sita.aero 

Automated Border Control 
German manufacturer Kaba Gallen-
schütz offers different types of inter-
lock systems for Automated Border 
Control. These solutions allow regis-
tered passengers, such as frequent 
travellers, to pass through the check 
points using an automatic identifica-
tion system. The system consists of 
an interlocking sensor barrier ready 
to be equipped with a document 
reader outside and a biometric device 
inside the passageway. For this pur-
pose, any standard document reader and biometrical device can be applied. As an 
additional feature, the company’s ABC system is equipped with an infrared sensor to 
detect that just one person at a time is inside the interlock – an essential requirement 
for reliable border control. The units for Automated Border Control are currently oper-
ating in a number of pilot projects in European airports. 
www.kaba-gallenschuetz.de 

Playback and Recording System 
Technomad Associates intro-
duces the Schedulon, a new 
automatic Mp3 player and 
recording system designed 
for integration into commer-
cial security systems for airports and transportation centers of any size. The system 
provides instant playback of up to 99 knob-assigned, user-loaded audio files from a 
front-panel screen, and allows automatic playback on a user-defined schedule based 
on an internal clock or synchronized network time server. Operators can interrupt 
automatic messages and play a knob-assigned siren or emergency announcement 
from an internal sound library in critical situations. It is a reliable, standalone system 
with few moving parts and Flash RAM storage, and no computer is required for 
automatic playback. 
www.technomad.com 

Video Surveillance Platform for Munich Airport 
Aimetis Symphony will be installed as the video surveillance software platform in Mu-
nich Airport’s Terminal One. It provides the airport with a single platform for upgrading 
the existing analog CCTV system to operate over an IP network and for integrating the 
video system with other systems also operating on the network, such as, the command 
center software, burglar alarm and fire alarm systems. “The upgraded video surveil-
lance system is a critical component of the airport operations,” said Michael Zaddach, 
Manager IT Service, Munich Airport. “Aimetis Symphony will assure the smooth flow of 
operations, help to prevent and solve crimes and will provide emergency crews with 
the information they need in special situations.” The company has partnered with Al-
catel-Lucent, who will provide system integration and project management to deliver 
a turnkey solution for the largest and most innovative IP CCTV project in Germany. 
www.aimetis.com �

Optimizing Air Traffic Management 
Knürr Technical Furniture presents console solutions for traffic control centers, con-
trol rooms and air traffic controller workstations at ATC Global. In addition to the 
company’s modular LCD Monitor Wall, from 17 to 19 March, interested trade visitors 
can get their first look at the newly developed and height-adjustable air traffic con-
troller desk with integrated 2k-2k monitor. Also on the trade fair will be the compa-
ny’s Operations Control Center (OCC) console with integrated voice communication 
system. It is especially designed to cover the demanding requirements in safety/se-
curity areas. It features flexible height setting of the worktop levels and an ergo-
nomic adjustment of the displays. The integration of all monitors that are important 
for Air Traffic Control (ATC) and Air Traffic Management (ATM) is also easy to imple-
ment, because the monitors can be optimally added to the overall solution concept. 
www.knuerr.com 

Frankfurt Airport’s Expansion Has Started
Fraport considers commencement of work on the capacity expansion of Frankfurt 
Airport (FRA) “a great day for the entire German aviation industry and a signal to 
the capital market underscoring FRA’s future competitiveness.” The company’s exec-
utive board chairman Prof. Dr. Wilhelm Bender explained, “the expansion keeps 
Fraport on course for staying competitive in the future.” The Company’s CEO said, 
“the new landing runway and the planned Terminal 3 provide the foundation for 
economic growth and a noticeable increase in jobs at the airport and throughout the 
region.” Bender pointed out that FRA is not only one of the biggest construction 
sites but also one of the most significant investment locations in Europe. The Com-
pany alone is investing more than €4 billion in the expansion of Frankfurt Airport. 
www.fraport.com 

New Quality Management Standard
ASD-Stan has published the new Pr EN 9100:2009 Edition P3 which was prepared by 
the International Aerospace Quality Group (IAQG) with representatives from compa-
nies in the Americas, Asia/Pacific and Europe. It supersedes and replaces the previous 
Edition P2 September 2001 and EN 9100:2003. This document standardizes quality 
management system requirements to the greatest extent possible and can be used 
at all levels of the supply chain by organizations around the world. Its use should 
result in improved quality, schedule and cost performance by the reduction or elimi-
nation of organization-unique requirements and wider application of good practice. 
While primarily developed for the aviation, space and defence industry, this standard 
can also be used in other industry sectors where a quality management system with 
additional requirements over an ISO 9001 system is needed. 
www.asd-stan.org 

Electronic Passport
Giesecke and Devrient Government Solutions has delivered electronic passport doc-
uments and a complete personalization system to the Brunei Ministry of Home 
Affairs. The US-$7.1 million e-passport project is replacing the country’s existing ma-
chine readable passport, which was introduced and delivered by the company in 
1993. A contactless 72 KB chip, made by NXP, is embedded into the data page of the 
document and contains the personal and biometric data of the passport holder in 
the form of facial and fingerprint images. The data page itself is made of the com-
pany’s “Pesec” material, that is particularly suited for laser engravings. Its flexibility 
and durability make for a very good platform for the visual personalization of text, 
machine readable data, and photos as well as for a series of particular security fea-
tures. Advanced security mechanisms for access to the chip data and verification of 
data authenticity ensure that the data of document holders cannot be misused by 
unauthorized persons or organizations. Any criminal manipulation of the electronic 
data is detected – the documents are protected against forgery. 
www.gi-de.com 

Airport Security



42� GIT Security + Management 2/2009

AIRPORTS / FIRE PROTECTION 

Have a Nice Flight!
OxyReduct in Heathrow Airport

Situated in the west of Britain’s Capital City 
London-Heathrow, with more than 67 million 
airline passengers, has the most passengers in 
Europe and the third-most worldwide. The con-
struction of the new terminal began in 2002. 
The terminal consists of a 396-metre-long and 
176-metre-wide main building as well as two 
adjoining buildings, each 442 m long and 42 m 
wide. All in all, up to 60 airplanes can be dis-
patched at the same time. British Airways is oc-
cupying the new terminal almost completely 
itself. It was BA’s goal to make logistic opera-
tions even more pleasant, easier and more 
service-oriented for their customers. To guaran-
tee this, British Airways is using the most mod-
ern IT technology and to achieve this, the avail-
ability of the data processes must be protected 
stably and reliably. The slightest down-time of 
any system would be unimaginable for a flight 
operator which has to consistently function  
24 hours a day. And so, the risk assessment 
given to the Fire Risk Managers at British Air-
ways was always consistent: “We can‘t afford 
a fire”.

Terminal 5 is the latest extension of 

the international airport London-Hea-

throw. Since its completion in 2008, it 

has a capacity of 30 million passengers 

per year. The terminal is used almost 

entirely by British Airways (BA). Within 

the infrastructure at the terminal two 

new computer centres are housed op-

erated by British Airways, which will 

be reliably protected from fire by a  

solution named “OxyReduct”.

24 Hours of Safe Networking
At the site of Terminal 5 there are two IT areas, 
one EDP room with a volume of 1,400 m3, as 
well another EDP room of volume 950 m3: Oxy
Reduct, which received the acceptance from 
British Airways doesn’t react to a fire event like 
a conventional extinguishing or water mist sys-
tem, merely minimising possible damage, but it 
actively avoids a fire before it can occur. Accord-
ing to the definition of the materials located in 
the computer centre the oxygen content of the 
whole protective area will be reduced by intro-
ducing enough nitrogen so that the suitable 
substances can‘t burn any more. The goal of the 
Risk Managers of British Airways was achieved: 
Fires can be avoided.

Heathrow Airport, new control tower including surrounding apron. 
Photographer: Julian Calverley; © BAA Limited
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FIRE DETECTION

Do We Need Such a Diverse  
Selection of Fire Detectors?
Improvements in Fire Detection

emitted by an LED is diffused by these particles. 
Part of this diffused light then falls upon a light-
sensitive sensor and the smoke detector’s alarm 
is triggered. Ionization smoke detectors work 
with a radioactive emitter. This type of detector 
is only used in special cases due to strict regula-
tions involved. Moreover there are special de-
tectors for specific areas of use such as line heat 
detectors and/or line smoke detectors or aspirat-
ing smoke detectors. 

Research is being carried out concerning bio-
sensors: for example the Fire-colored Beetle has 
an ‘infrared organ’ which possesses thermo-
sensitive sensors able to locate changes in tem-
perature which are emitted by forest fires – even 
across extraordinarily long distances of approxi-
mately 60 km! 

Different fire detectors on the market today 
are already rather sophisticated due to the 
progress made in the area of microprocessor 
technology, yet there is still room for develop-
ment. One decisive criterion concerning fire de-
tection is the resistance to disturbance signals. 
False alarms are caused by exhaust from inter-
nal combustion engines, cigarette smoke or 

steam. By evaluating different characteristics in 
so-called multi-sensor detectors (OT, OTG, O²T) a 
reduced sensitivity to such false variables can be 
achieved. Innovative technology for optical de-
tectors has been using a blue light-emitting di-
ode instead of the usual infrared LED for quite 
some time now. 

The Calming Effect of Blue
In 2006,  the Japanese scientist Shuji Nakamura 
received the Millennium Technology Award. At 
one million dollars, it is the highest paying 
award in technology research worldwide. The 
jury honored Nakamura’s achievements in the 
development of blue light-emitting diodes and 
laser diodes. Such blue LEDs also form the basis 
for the IQ8Quad OTblue fire detector. This is a 
multi-criterion detector which uses the combina-
tion of an optical and a heat sensor in order to 
reduce the rate of false alarms. In order to evalu-
ate the usage of blue LEDs being used here, one 
needs to understand the technical background. 
One manufacturer who was supposedly dealing 
with the topic in a professional way unknow-
ingly disqualified themselves publically by using 

When looking at the catalogues of 
manufacturers in the field of technical 
fire detection, it becomes obvious that 
for fire detectors alone, there is 
already a vast selection of variants 
with a multitude of different features. 
It is almost impossible to produce one 
detector which is equally sensitive to 
all fire characteristics. However, there 
are now products on the market which 
are getting closer to making this a 
reality. 

Smoke gas detectors react to combustion gases 
such as carbon monoxide (CO). Heat detectors 
sound their alarm whenever the surrounding 
temperature exceeds a predefined maximum 
value or increases unusually quickly within a 
certain time span. Flame detectors react to the 
features of flames. Smoke detectors use differ-
ent physical effects for the recognition of smoke. 
The most common variant here is the optical 
one. It works according to the so-called scat-
tered light principle. Should smoke particles en-
ter the detector’s optical chamber, a ray of light 

Fire Protection
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incorrect and somewhat ignorant counterargu-
ments. The statement “If we need such a detec-
tor, then we’ll also build one with orange light,” 
seems to experts like a spiteful reaction due to 
lack of knowledge on the subject, even over-
looking the fact that it should actually read “or-
ange-colored light”. All this when the color blue 
is supposed to have a calming effect on our 
nervous system, not an upsetting one.  

A Short Excursion into the Technology 
In the theory of diffusion, there is the concept of 
the Rayleigh scattering (or Rayleigh diffusion), 
which states that a diffused light yield of a much 
higher degree can be achieved if the wave 
length is respectively smaller. Therefore, the us-
age of blue LEDs offers a significant advantage 
for aerosol sizes which are smaller than the re-
spective wave length. A blue LED might have a 
significantly smaller yield of light than a red one, 
yet what seems like a shortcoming at first glance 
is actually an advantage since the diffused light 
signal of blue light is approximately 10 to 15 
times higher than that of a red LED. It is also 
possible to work with a higher transmitting cur-
rent. A higher transmitting current can addition-
ally be worked with here so that the end result is 

a significantly more sensitive diffused light sen-
sor compared to using red light. The IQ8Quad 
OTblue fire detector uses this technology and re-
ceived an award for the “Most Innovative Prod-
uct” at the MIPS, the largest international exhi-
bition for security and fire fighting in Russia. 
Apart from the VdS certification and the certifi-
cation in France, the detector also holds the 
Polish CNBOP certification. The test fires imple-
mented here are carried out in accordance with 
the EN standard and are even more demanding 
than the fire tests done by the VdS.

The detector is the only product worldwide 
which has passed all standardized test fires 
without Ionization element. Moreover, it also 
poses an interesting alternative for specialized 
planners in the area of heating, air-condition 
and ventilation since it is also used in air duct 
detectors. The advantages for the optical heat 
detector with a blue LED are therefore obvious: 
despite completely avoiding radioactive materi-
al, it fully covers the sensitivity area thus far re-
served for ionization detectors. It even detects 
very small aerosols with a consistently high de-
gree of sensitivity and also even contributes to 
protecting the environment. All of this makes it 
attractive product indeed, and not only for coun-

tries in which the use of I-detectors is forbid-
den.

From Simple Detector to All-rounder
In addition to quick and reliable fire detection, 
the significance of being able to carry out a 
timely alarm and evacuation today is increasing 
more and more. There are already fire detectors 
which also offer possibilities for alarms such as 
the optical function of a flasher, the acoustic 
alarm of an alarm sounder and the functionality 
of a voice alarm, apart from the detection itself. 
These alarms are regarded as being true all-
rounders.

Switching Input/Output 
Apollo’s new mains switching input/output 
unit, designed for mounting on a DIN-rail, 
provides a voltage-free, single pole change-
over relay output with a contact rating of 
250V AC @ 5Amp and 48V DC @ 2Amp. It 
also has a monitored switch input that is de-
signed to supervise one or more normally-
open switches connected to a single-pair of 
cables. The device is supplied in a DIN-rail 
housing which can be clipped onto a stand-
ard 35 mm DIN-rail (DIN 46277). Connections 
are made via plug-in terminal blocks which 
accept wires up to 2.5 mm2. The unit has dimensions of 110 x 107 x 20 mm and 
weighs 95g. It has been designed to comply with EN54–18. The mains switching in-
put/output unit is loop-powered and can only operate with control equipment using 
the company’s XP95 or Discovery protocols. Application examples include air sam-
pling units, mains power shut-down on machinery, automatic door retainers, smoke 
dampers and gas valves. 
www.apollo-fire-co.uk 

Hand Protection Solutions 
Ansell Healthcare showcased its 
large portfolio of safety and hand 
protection solutions at Intersec Mid-
dle East in Dubai. On display were 
the Company’s recent innovations 
designed to address specific occupa-
tional safety hazards. Next to the in-
troduction of the PowerFlex 80-658 
cut-resistant glove and the Hyflex 
11-435, a cut resistant level 5 glove made with water-based polyurethane (PU), the 
producer is also presenting its targeted solutions package, aimed at the construction 
industry, including a wide range of gloves for the most diverse applications or expo-
sure risks. Dexterity, adequate protection against cuts and abrasion, and good grip 
are key requirements for many building and construction workers. There are also 
gloves that protect against chemicals because the hands of bricklayers, roofers, plas-
terers or tile setters come into contact with alkaline concrete or solvent-based sprays. 
www.ansell.eu 

Light Weight Overspectacles 
Uvex has launched its light weight “Super G” with a polycarbonate lens and the 
company’s hingeless side pieces. These overspectacles are highly versatile and offer 
optimum protection. The hingeless side pieces are made of Grilamid, combining the 
benefits of temple glasses with the comfort of a headband. The material is highly 
impact-resistant, even at low temperatures, and is also extremely resistant to chemi-
cals. The glasses can be adjusted quickly and easily, and the inclination can be ad-
justed to suit. Thanks to the flat base curve, the eye is covered sufficiently. The glass-
es have soft, highly flexible ear pieces. 
www.uvex-safety.de 

Fire Alarm System 
Notifier by Honeywell has introduced it’s new fire alarms from the “Opal“-series, 
replacing the existing alarms of the 700-series. The alarm series is composed of an 
optical smoke alarm, a thermo-differential alarm, and a multi-sensor smoke alarm 
with optical, thermo and IR-sensors. Also available will bet he newest versions of the 
ring bus modules and ring bus fed alarms. The use of fire alarm systems with ring 
bus elements of the Opal-series offers the installation contractor advantages with 
the installation, operation and problem-shooting of fire alarm systems. The new,  
5 mm lower universal base facilitates better cabling access, and offers a universal 
solution for on-wall and in-wall wiring and a plastic platelet can be taken off and 
used as a mounting for the labeling of the alarm. 
www.notifier.de �
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FIRE DETECTION

Be Ready  
when Things Become Hot
Efficient Approaches to Fire Prevention

fire protection concept. For planning and installa-
tion, companies and public institutions can em-
ploy the services of safety technology providers.  

No Smoke without Fire:  
Fire Detection Technology
A fire can be noticed in different ways. The iden-
tifying characteristics of a fire include flames or 
sparks, smoke, increased levels of carbon mon-
oxide or heat. Depending on the site and appli-
cation, the type of scenario that might lead to 

Fire means danger – for people as well 
as buildings and facilities. Fires can 
also bring disastrous consequences to 
companies, resulting in financial ruin 
after the flames have been 
extinguished. In particular, small and 
medium-sized companies cannot 
usually absorb the long periods of 
shutdown that follow a serious fire. 
The best protection, in order to 
minimize damage and avoid the worst 
outcome, is prevention. Prevention 
calls for two approaches. An 
appropriate plant-specific fire 
protection plan should be established 
which suits the plant/building layout 
and ensures the most suitable choice 
of fire alarm systems. Internal 
emergency plans should also be put in 
place to regulate the conduct of 
personnel in the event of a fire, and to 
make sure that any damage is kept to 
a minimum. 

Planning Fire Protection from the Start 
Comprehensive fire protection starts during the 
construction phase. For this reason companies in-
volved in the construction process should coordi-
nate their activities and plan the installation of 
fire detection technology early. Locking devices on 
fire or smoke protection doors, for instance, should 
be included in the construction plan right from 
the start. Insurers will expect numerous regula-
tions on the installation and operational efficiency 
of fire detection technology to be met and this 
will, in the main, dictate the framework for the 

the outbreak of a fire in a plant or public institu-
tion will dictate the choice of fire technology. An 
unattended candle in an office, for example, re-
quires a different form of monitoring than gas 
that could escape from propane gas bottles in a 
warehouse, or the creation of gas in a silo. 

A number of different fire detection and gas 
measuring systems are available to identify 
these different types of hazard. These include 
punctiform fire detectors, gas sensors, gas sens-
ing heads and video flame detectors. 

Fire Protection
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Classic punctiform fire detectors identify im-
minent danger through the detection of smoke. 
They are used in offices and in industry. Howev-
er, these alarm generators do not necessarily 
suit every condition. In environments where fog 
appears regularly, for instance, fires will need to 
be identified by another method rather than 
smoke detection.

CCTV flame detectors operate on the princi-
ple that they detect the movement and outline 
of a fire. They are also able to detect fires at 
greater distances. The Dräger Flame 5000, for 
example, provides real-time information on po-
tentially hazardous areas and, should a flame be 
detected, will immediately issue an alarm. Fea-
turing enhanced video technology, it also records 
each event. Unlike infrared or ultraviolet detec-
tors, video flame detectors of this kind use the 
camera to detect the flame and, as a result, can 
virtually eliminate the false alarms that can be 
caused by weather or heat radiation. 

Gas measuring technology is recommended 
in areas where fires could be the result of gas 
generation or a gas escape. Sources of danger 
can also be identified in explosive areas and dis-
played before the first flame appears. 

To establish comprehensive safety manage-
ment in areas where toxic and explosive gases 
are handled, it is recommended that fire detec-
tors and gas measuring technology are integrat-
ed into a network. By linking the information 

and ensuring uniform visualization, the use of 
both systems will provide an overview of fire de-
velopment as well as the gas concentration. 

As a VDS-certified installer of fire alarm sys-
tems, Dräger provides information on relevant 
regulations and on choosing the appropriate fire 
detection technology, and also carries out instal-
lation and maintenance work. 

Risk Management for the Worst Case 
Scenario
Once a fire has broken out and has been identi-
fied, the initial steps following detection can 
have a major effect on the ultimate extent of the 
disaster. In the time between damage occurring 
and the police, fire department or rescue servic-
es arriving, there is always a “reaction gap”. 
Events can escalate during this period unless 
protective measures are taken immediately. Even 
small fires can easily become out of control and 
turn into a blaze. 

Dräger offers extensive training on correct 
conduct in dangerous situations. Practice-orien-
tated training courses are designed to instruct 
users on the safe handling of fire extinguishers, 
or how to evacuate buildings in an emergency. 
To ensure that they take suitable emergency 
measures, course participants are taught how to 
identify critical situations and how to assess 
possible developments. In seminars on crisis 
management and communication, they deal 

with actual incidents. They are shown how to 
work out emergency plans and how to create 
sound concepts for handling risk situations. 
These training sessions prepare the participants, 
in realistic conditions, so that they are able to 
take the right measures, even when under ex-
treme mental strain.

Managers are trained to keep the effects of 
an incident to a minimum, helping to accelerate 
the return of normal operations. 

Complete Protection Requires Both 
Man and Technology 
Internal fire protection calls for the comprehen-
sive protection of personnel as well as the in-
stallation – against fire, its cause and its conse-
quences. To reduce the risk, buildings should be 
equipped with appropriate measuring and alarm 
technology. It is also recommended that person-
nel are prepared, ready to deal with worst case 
scenarios. This will ensure that the right meas-
ures are taken as soon as an incident has been 
detected and that any damages are kept to an 
absolute minimum.

GAS DETECTION

Gas Detection in  
Explosive Atmospheres

down-time during sensor replacement proce-
dures. The detector full scale gas range and span 
calibration points can be adjusted to suit indi-
vidual requirements, making it a flexible device 
suited to a wide range of applications. 

The instrument utilizes a magnetically acti-
vated switch, permitting initiation of calibration 
and test routines without opening the enclosure 
or having to obtain a hot work permit. In addi-
tion, on-board diagnostics provide fault and 
warning codes on the display that are invaluable 
when troubleshooting an installation. The sys-
tem is ATEX, UL and CSA certified. Detectable 
gases are Oxygen, Hydrogen Sulphide, Carbon 
Monoxide, Sulphur Dioxide, Ammonia, Nitrogen 
Dioxide and Hydrogen.

Honeywell has launched “Signalpoint Pro”, an 
Intrinsically Safe (IS) certified gas detector that 
offers a low-cost solution for the detection of 
toxic and oxygen gases in potentially explosive 
atmospheres worldwide. The detector is suited to 
a wide range of indoor and outdoor applications, 
detecting toxic gases or Oxygen in an IS 2-wire 
4–20 mA format. This wiring configuration makes 
the instrument particularly suited for retrofitting 
other 2-wire IS devices including the Sieger Se-
ries 2000 range of 2-wire IS toxic gas detectors. 

The device offers very high reliability and 
ease of use; its smart gas sensors are automati-
cally recognised when plugged into the detector 
and access to the sensor does not require open-
ing the main terminal housing. This reduces 
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Honeywell Analytics 
Tel.: 00800 333 22244 
gasdetection@honeywell.com 
www.honeywellanalytics.com

Fire Protection

Safety
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Drägerwerk AG & Co. KGaA, Lübeck, Germany
Tel.: +49 451 882 1547 · Fax: +49 451 882 3197
christine.reimann@draeger.com · www.draeger.com
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INFOSECURITY

Software Security:  
Being Secure in an Insecure World
How to Ensure Security in Software

It must first be recognised that security is a 
process to be woven into the software develop-
ment life cycle (SDLC). Software products built to-
day are primarily focused on business functionali-
ty and features. Even though the SDLC may cover 
quality-control planning and testing, seldom does 
it incorporate security holistically. Adequate secu-
rity controls are lacking while security require-
ments are in many cases non-existent. Use cases 
are not complemented with their inverse misuse 
cases. Developers are driven to deliver functional-
ity with deadline and scope constraints, pushing 
the writing of secure code to the sidelines. Testers 
are often inadequately trained to look for security 
vulnerabilities. Finally, when developed and re-
leased to the public as commercial-off-the-shelf 
(COTS) software, or deployed into production, as 
in the case of internal business software, software 
that does not factor in security through its life cy-
cle is often rife with vulnerabilities that practically 
implore an attacker to exploit them.

Defining Requirements
It’s a given that if the core tenets of security are 
not included as requirements, then the software 
when designed is probably not going to have 
them. The business must be engaged during the 
requirements-gathering stage to address securi-
ty aspects and aid in the understanding of the 
risk or protection requirements. It must:

respect established policies and standards ��
for the organisation and be compliant with 

One can consider the information age 
as an extension of the industrial age, 
characterized by the focus on 
production of physical goods. Today, 
most manufacturing efforts are 
augmented and in some cases 
managed by components of the 
information age. With software, 
technical solutions to business 
problems are possible. With software, 
we can all be connected. And while 
software, with its expression of 
extensive internetworking 
connectivity (Internet), has in fact 
made the world smaller, it has done 
little to make it secure.

Extremely useful and productivity-enhancing 
software is persistently exploited from a security 
standpoint or has the potential to be exploited – 
a concern that is true for both existing and newly 
developed releases. Few realise however, that 
while some of the insecurity in software could be 
the result of the technology chosen, it is impor-
tant to note that software products are predomi-
nantly insecure due to two other elements – peo-
ple and processes. Any software is the result of a 
confluence of people, process, and technology. 
Secure software is the result of educated and in-
formed people implementing hack-resilient proc-
esses using inherently secure technologies to 
provide solutions to a business need.

audit requirements. Software requirements 
must also take into consideration the regula-
tory (legal), compliance, and privacy require-
ments at a local and international level;
reflect confidentiality, integrity, and availabil-��
ity (CIA) objectives of the software. Is the 
data or information open for viewing by all 
or should it be restricted (confidentiality re-
quirement)? What are the factors that allow 
for authorized alterations, and who is al-
lowed to make them (integrity requirement)? 
What is the accessibility of the software and 
what is the allowable downtime (availability 
requirement)? 
consider the software authentication aspect ��
(proving of claims and identities), Authoriza-
tion aspect (rights of the requestor), and au-
diting aspect (accountability or building his-
torical evidence).
If software is to be bought, rather than built ��
in-house, developing the procurement re-
quirements is important. 

Managing the Project
Even in cases where security requirements are 
determined, they often run the risk of being 
dropped from the feature specifications or being 
lost in translation due to the constraints of time 
and budget, and/or a lack of understanding of 
their importance. Project managers should plan 
and allow for time and budget to ensure security 
requirements are not ignored. From the vantage 
point of security, it’s not only important that the 
functionality of the software is depicted in use 
cases, but also critical that the inverse of the use 
cases (misuse cases) be modelled to understand 
and address the security aspects of the software. 
The “security” design and architecture reviews 
should be included when the teams are engaged 
in the “functional” design and architecture re-
view of the software. Threat modelling is useful 
for ensuring that the design complements the 
security objectives, making trade-off and priori-
tization-of-effort decisions, besides reducing the 
risk of security issues during development and 
operations. 

Contrary to popular opinion that software 
security is all about writing secure code, and al-
though it is a very important and critical step in 
the SDLC, secure code writing is only one of the 
various steps necessary to ensure security in 
software. A security plan, generated during the 
design phase of the project, must also be revis-

Information Technology
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ited and adjusted if necessary. Educating testers 
to become software security testers boosts the 
technical aptitude of the quality assurance or-
ganisation. In post development, a risk assess-
ment will help identify the risks that have been 
mitigated and the ones that still need to be ad-
dressed.

Pressure to Reduce Controls
All efforts to design and develop secure soft-
ware are rendered futile if the software is not 
securely deployed and maintained. Software de-
velopment that does not factor in least privilege 
often produces software that runs without any 
issues in a lax development environment. But 
when deployed to a more tightly controlled and 
secure production environment, fails. In such 
situations, administrators often are forced to re-
duce the tight control or increase the rights with 
which the software will run, both of which are 
forms of insecure installation. Software should 
therefore be tested in environments simulating 
the production environment, be it system inte-
gration testing environment or the user-accept-
ance testing environment. Once deployed, 
change control and configuration control should 
be in place to ensure that only approved chang-
es are made to the code base of the software. 

Versioning of software with auditable check-in 
and check-out procedures is essential, while di-
rect access to production source code should be 
minimized with explicit authorisation and con-
trolled scrutiny. Other considerations include a 
process for recertification and reaccreditation, 
an incident management plan to establish and 
track reporting and management of incidents, 
auditing and continuous monitoring to ensure 
that software security is not affected or reduced 
over time. Finally, it is vital to ensure that when 
software is disposed, information that would be 
needed at a later timeframe is archived for fu-
ture retrieval by secure means. In cases where 
data and software is highly sensitive and no 
longer necessary, it must be physically de-
stroyed. 

With software deeply impacting our everyday 
lives, the need for it to be secure is an absolute 
necessity. The real cost of insecure software is 
not merely the quantifiable fines imposed on the 
negligent, but also the loss in customer confi-
dence, the loss in reputational damage and 
brand, loss that, in many cases, is irreparable. 
When it comes to building secure software, peo-
ple can be the strongest force or the weakest 
link. The client or customer should be aware of 
the need and importance of incorporating secu-

rity into the software product they request. The 
requirements analyst should be trained to solicit 
and translate functional requirements into secu-
rity requirements. The project manager should 
be versed in making necessary project-related 
decisions and so on. A primary shift is necessary 
in the mindset of all of the stakeholders in the 
SDLC process, one that makes security second 
nature in the software they are responsible for 
building. 

(ISC)2 is exhibiting at Infosecurity Europe 
2009 held on 28th – 30th April in its new venue 
Earl’s Court, London. The event provides an unri-
valled free education programme, exhibitors 
showcasing new and emerging technologies 
and offering practical and professional expertise. 
For further information please visit www.infosec.
co.uk.

Information Technology
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Mano Paul
Software Assurance Advisor
(ISC)2 EMEA, London, United Kingdom
Tel.: +44 207 170 4141 · Fax: +44 207 170 4139
www.isc2.org

Conference

Expo

Workshop

conference&expo2009
twelfth edition

Formazione e Convegniazione e CConnvevve

organizzato da

www.tvcc.securindex.com

TVCC:  
integration  
and future
The only international event in Italy 
dedicated to CCTV, supported by major 
Italian trade Associations
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alongside the popular Keynote Programme, In-
teractive Theatre, Business Strategy and Techni-
cal Seminar Theatre sessions.

There will be two new theatres for 2009. The 
Security Expert Forum will cover a range of cur-
rent ‘HOT’ topics, focusing on keynote level tech-
nical debates and panel sessions. The Security 
Café environment features 4 round table work-
shops where visitors can set the agenda and 
lead discussions. Each Security Cafe will focus 
on a current security theme of DLP, Global Cor-
porate Challenges, Online Security and Threats 
and Mitigation, with sessions running on specific 
topics related to each theme every day.

Many new technologies will be displayed at 
Reed Exhibitions’ Infosecurity Europe 2009 in 
London from April 28th to 30th. Last year the 
exhibition was bigger and busier than ever, with 
12,500 visitors and more than 380 exhibitors 
filling 6,480 m2 of stand space. This year the 
event moves to Earls Court to improve the expe-
rience for all stakeholder groups. Earls Court will 
provide Infosecurity Europe with better facilities, 
more space, easier access, greater opportunity 
for growth and most importantly the organisers 
promise to offer visitors and exhibitors alike the 
most enjoyable Infosecurity Europe experience. 

Visitors may participate in the free education 
programme where influential global experts 
stimulate debate and industry practitioners 
share case study experiences. Infosecurity Eu-
rope offers a vibrant atmosphere where visitors 
can meet international solution providers who 
showcase current and emerging technologies on 
the showfloor and deliver practical, professional 
& technical expertise to solve information secu-
rity business challenges.

2009 Education Programme
The Infosecurity Europe Education Programme is 
the highlight of the information security calen-
dar, providing the latest analysis and advice 
from leading industry practitioners, exploring 
the key issues facing organisations today and 
the technologies available to address them. The 
move to Earls Court will offer the opportunity 
for two new seminar theatres at the show, 

The 2009 free-to-attend Keynote programme 
will address the security issues and pressures 
that organisations face in an increasingly mobile 
and global working environment. Featuring 
leading experts from across Europe, giving ex-
pert analysis, end-user experience, strategic ad-
vice and predictions to ensure that visitors have 
the information they need to protect the opera-
tions of their company.

INFO SECURITY

Infosecurity Europe 2009
Advice on the Latest IT Security Threats

Information Technology
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www.infosec.co.uk
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Event

TranSec World Expo Comes to RAI Amsterdam
rector, TranSec World Expo. “Big questions still 
remain to be answered over how to best protect 
airlines and airports from new and unforeseen 
methods of attack; to prevent acts of wanton vi-
olence against innocents using mass transit sys-
tems and to rid the high seas of acts of piracy. 
These are all areas for much debate at TranSec 
World Expo.”

The most recent attack against transport and 
hotel facilities in Mumbai, India, demonstrates 
succinctly that acts of terrorism remain a potent 
threat to the safety and wellbeing of the travel-
ling public. It is against this backdrop that 
TranSec World Expo once again gathers decision 
makers, opinion formers and the transportation 
sector together to seek solutions to the most in-
tractable problems faced today.

Key themes over the two days of TranSec 
World Expo include protecting passengers and 
cargo from international terrorism, organised 
crime including drug trafficking and people 
smuggling and the potentially growing threat 

With a fresh new look and expanded 
conference and exhibition programme, 
TranSec World Expo, the premier event 
in the transportation security 
calendar, opens at the prestigious RAI 
Amsterdam, 3–4 June 2009. TranSec 
World Expo this year hosts the world’s 
key decision makers and opinion 
formers in the transportation security 
arena for two full days of debate in 
three main conference programmes, 
will deliver in excess of thirty 
dedicated specialist workshops and 
also support one of the most 
extensive exhibitions of technology 
from leading vendors globally.

“TranSec World Expo is now in it’s 7th successful 
year and our decision to expand the programme 
of events reflects the fact the transportation sec-
tor remains a high profile and high value target 
for extremists,” says Peter Jones, Managing Di-

presented by weapons of mass destruction. Free 
to attend workshops include the specialised ar-
eas of CCTV & Intrusion Detection; Baggage & 
Cargo Screening, Passenger Screening and Bio-
metrics & Access Control to name but a few. The 
exhibition features technology from over 100 of 
the leading vendors worldwide.

TranSec World Expo will be held in the new 
and stunning RAI Elicium in Amsterdam. Located 
on Congress Square and between the two exhi-
bition halls and the congress centre, this is the 
premier event and exhibition space in the Neth-
erlands. With the RAI Elicium just fifteen minutes 
from Amsterdam Schiphol and boasting fast 
metro connections to Amsterdam and Den Haag 
for high speed rail connections across Europe, 
TranSec World Expo is the best connected event 
in the transportation security calendar. 

www.transec.com 3-4 June 2009 | Amsterdam RAI

Supported by
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Dear Readers,
Who is Who in 
Security: 
BusinessPartner is the 
purchasing section of 
qualified companies 
for direct contact. 
Under the supplier’s 
logo you will find  
the company name, 

telephone number, fax,  
e-mail, web address and the core 
competence.

BusinessPartner on the internet: 
www.PRO-4-PRO.com/security.  
There you will find all companies as 
well – with links to their websites.

You belong to the most qualified 
suppliers as well and set great store 
by 20,000 opinion leaders reaching 
with each print issue? 

Advancis Software & Services GmbH
Monzastraße 4a · D-63225 Langen
Tel.: +49 (6103) 80735-0 · Fax: +49 (6103) 80735-11
info@advancis.de · www.advancis.de
WinGuard – Integral system for security and buil-
ding management, control and visualization, alarm 
management, video management, communication

Security Management

DORMA Holding GmbH + Co.KGaA
Division STA (Security, Time, Access)
Breckerfelder Str. 42-46 · D-58256 Ennepetal
Tel. +49 (0) 2333/793-0 · Fax +49 (0) 2333/793-495
info@dorma.com · www.dorma.com
Intelligent Door Management, Security Technique, 
Escape Route Security, Smoke Detectors for  
Homense, Access Control, Time Capture

Security Management

Funkwerk plettac electronic GmbH
Würzburger Straße 150 · D-90766 Fürth
Tel. 0911/75884-0 · Fax 0911/75884-220
info@plettac-electronics.de
www.cctv-systeme.com
CCTV, system solution, system integration,  
video monitoring security, building management

Security Management

	

Honeywell Security Deutschland

Novar GmbH
Johannes-Mauthe-Straße 14 · 72458 Albstadt
Tel.: +49(0)74 31/8 01-0 · Fax: +49(0)74 31/8 01-12 20
www.honeywell.com/security/de
E-Mail: info.security.de@honeywell.com
Biometrics, video surveillance systems,  
access control, time recording

Security Management

LAMPERTZ GmbH & Co. KG
Industriestr. 24 · D-56472 Hof
Tel . 02661/952-0 · Fax 02661/952-99
info@lampertz.de · www.lampertz.de
IT Security, Data Processing Centre, Safety Cell, 
Risk Management, Certified Security, IT Security 
Room, Risk Analysis

Security Management

Schille Informationssysteme GmbH
Vahrenwalder Str. 7 · D-30165 Hannover
Tel. +49(0)511/9357-970 · Fax +49(0)511/9357-979
info@schille.com · www.schille.com
Facility and building management and security 
technology, fault and hazard management systems, 
OPC development, video surveillance systems

Security Management

Senstar GmbH
Riedheimer Strasse 8 · D-88677 Markdorf
Tel. +49 (0) 7544 9591-0 · Fax +49 (0) 7544 9591-29
info@senstar.de · www.senstar.de
Perimeter security systems, video motion detection, 
alarm management systems, consulting, commis-
sioning, service

Security Management

ATRAL-SECAL GmbH
Service Daitem
Thaddenstr. 4 · D-69469 Weinheim
Tel. +49(0)6201/6005-0 · Fax +49(0)6201/6005-15
info@daitem.de · www.daitem.de
Radio-controlled burglary alarm systems, radio-
controlled fire warning devices, distribution via 
security suppliers

Alarm Management

Digisound Electronic GmbH
Oststraße 54 · 22844 Norderstedt
Tel. +49(0)40/526869-0 · Fax +49(0)40/526869-13
info@digisound.de · www.digisound.de
Acoustic buzzers, piezo-electric sounders,  
electronic beacons, speakers, and transducers

Alarm Management

TAS Telefonbau  
A. Schwabe GmbH & Co. KG
Langmaar 25 
D-41238 Mönchengladbach
Tel. +49 (0) 2166 858 0 · Fax: +49 (0) 2166 858 150
info@tas.de · www.tas.de
Manufacture and development of: alarm and con-
ference units, VoIP- or ISDN emergency technology, 
alarm transmission systems

Alarm Management

tetronik GmbH
Angewandte Elektronik und Nachrichtentechnik
Silberbachstr. 10 · D-65232 Taunusstein
Tel. +49-6128-963-1 · Fax +49-6128-963-499
info@tetronik.com · www.tetronik.com
Alarm and conferencing systems, ACD-systems, 
VoIP Gateways, emergency calling systems

Alarm Management

Dictator Technik GmbH
Gutenbergstr. 9 · 86356 Neusäß
Tel. +49(0)821/24673-0 · Fax +49(0)821/24673-90
info@dictator.de · www.dictator.de
Drive units, hold open systems and smoke detectors, 
door control solutions

Facility Security

GEZE GmbH
Reinhold-Vöster-Str. 21-29 · D-71229 Leonberg
Tel. +49(0)7152/203-0 · Fax +49(0)7152/203-310
vertrieb.services.de@geze.com · www.geze.com
Automatic door systems, security systems,  
security locks

Facility Security
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SimonsVoss Technologies AG
Feringastr. 4 · D-85774 Unterföhring
Tel. +49(0)89/99228-180 · Fax +49(0)89/99228-222
marketing@simons-voss.de · www.simons-voss.de
Digital locking and organisation systems with  
optional access control and time recording

Facility Security

Video Technology

Aimetis GmbH
Platz der Einheit 1 · D-60327 Frankfurt
Tel. +49(0)69/9750 3167 · Fax +49(0)69/9750 3200
info@aimetis.de · www.aimetis.de
Intelligent Video Analysis, Integrated network video 
recording NVR, Classify objects such as cars and 
people Tracking cars and people, Automatic PTZ 
control

Powered by Vision
TM

|

Axis Communications GmbH
Lilienthalstraße 25 · D-85399 Hallbergmoos
Tel. +49 (0)811 55508-0 · Fax +49 (0)811 55508-69
info-de@axis.com · www.axis.com
Network video equipment – the AXIS IP-Surveil-
lance allows remote access video management

Video Technology

BWA Technology GmbH
Frankfurter Ring 193a · D-80807 München
Tel. +49 (0)89/327088-0 · Fax +49 (0)89/327088-29
info@bwatech.com · www.bwa-technology.de
Compact network DVRs for mobile and peripheral use.

Video Technology

Convision Systems GmbH
Gablonzstraße 9 · D-38114 Braunschweig
Tel. +49(0)531/26450 - 0 · Fax +49(0)531/26450-10
info@convision.com · www.convision.com
Remote video transmission with long term and event 
driven recording. Live video image transmission, alarm 
messages or status reports can be send by Email, SMS 
or FTP. Display via standard internet browser.

Video Technology

Dallmeier electronic GmbH & Co. KG
Cranachweg 1 · 93051 Regensburg
Tel. +49(0)941/8700-0 · Fax +49(0)941/8700-180
info@dallmeier.com · www.dallmeier.com
Video: digital storage systems, image transmission, 
available through specialized retailers

Video Technology

DEKOM Video Security & Network GmbH
Hoheluftchaussee 108 · D-20253 Hamburg
Tel. +49(0)40/4711213-0 · Fax +49(0)40/4711213-33
dekom@dekom.de · www.dekom.de
Offices in Cologne/Erkelenz, Stuttgart, Munich,  
Bremen, Schönewörde/Magdeburg and Berlin.
Future-oriented video monitoring systems with 
digital recording facility and transmission in LAN, 
WAN and ISDN networks

Video Technology

Eneo is a registered trade mark of Videor  
E. Hartig GmbH, Rödermark. Distribution via 
authorized dealers and installers.

info@eneo-security.com · www.eneo-security.com

Products and solutions for video security applications

Video Technology

Everfocus Electronics AG
Albert-Einstein-Str. 1 · 46446 Emmerich
Tel. +49(0)2822/9394-0 · Fax +49(0)02822/9394-95
info@everfocus.de · www.everfocus.de
Digital video technology, video remote surveillance, 
video surveillance

Video Technology

eyevis GmbH
In Laisen 76 · D-72766 Reutlingen
Tel. +49(0)7121/43303-0 · Fax +49(0)7121/43303-22
info@eyevis.de · www.eyevis.de
Large surface displays of security information in 
control rooms

Video Technology

Genetec 
Alfred-Nobel Blvd
Suite 400, Saint-Laurent · Quebec, H4S 2A4, Canada
Tel. +1/514 332-4000 · Fax:+1/514 332-1692 
sales@genetec.com · www.genetec.com 
IP Security Solutions for Video Surveillance,  
Access Control and Licence Plate Recognition

Video Technology

HeiTel Digital Video GmbH
Stuthagen 25 · D-24113 Molfsee/Kiel (Germany)
Tel. +49(0)4347/903-0 · Fax +49(0)4347/903-400
info@heitel.com · www.heitel.com
Digital Video Transmission and Recording,  
Video Management, Monitoring Station Integration

Video Technology

KINGTEK CCTV ALLIANCE CO., LTD.
5F-3, No. 106, Sec. 3, Hsin Yi Rd., Taipei, Taiwan
Tel. +886 2 2707-2888 · Fax:+886 2 2707-6966
kca@ms7.hinet.net · www.kca.com.tw
KCA is a leading CCTV equipment supplier of CCD 
board cameras, dome cameras, box cameras, IR 
Day/Night cameras, speed dome, and stand-alone 
DVRs, and welcomes OEM/ODM projects.

Video Technology

logiware gmbh
Alfred-Mozer-Str. 42 · D-48527 Nordhorn
Tel. 05921/7139920 · Fax 05921/7139929
info@logiware.de · www.go1984.de
Software, video transmission systems, security, 
video, video surveillance systems, digital video 
surveillance, networking

Video Technology

Milestone Systems
Banemarksvej 50G
DK-2650 Brondby · Denmark
Tel.: +45 88 300 300 · Fax: +45 88 300 301
sales@milestonesys.com · www.milestonesys.com
The market leader for open platform video surveillance 
software. XProtect solutions support the widest choice in 
network hardware: over 360 different types of cameras 
from more than 35 manufacturers can be combined via 
the Milestone software.

Video Technology

MINTRON ENTERPRISE CO. LTD.
No. 123, Wu-Kung 1 Rd., Wu-Ku Industrial Park,
Taipei 248, Taiwan
Tel. +886 2 22990277 · Fax +886 2 22989375
service@mintron.com · www.mintron.com
Manufacturer of extensive range CCD cameras 
and board type cameras. OEM & ODM projekts are 
welcomed.

Video Technology

MOBOTIX AG
Security-Vision-Systems
Kaiserstrasse · D-67722 Winnweiler
Tel. +49 (0) 6302/9816-0 · Fax +49 (0) 6302/9816-190
info@mobotix.com · www.mobotix.com
HiRes Video Solutions – high resolution, digital & 
cost effective recording

X
MOBOTIX

Security-Vision-Systems

Video Technology
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MONACOR International
Zum Falsch 36 · 28307 Bremen
Tel. +49(0)421/4865-0 · Fax +49(0)421/488415
info@monacor.de · www.monacor.com
Video monitoring components and systems

Video Technology

opto-system-technik  
Video-Vertriebsgesellschaft mbH
Planiger Straße 34 · D-55545 Bad Kreuznach
Tel. +49(0)671/4830-10 · Fax +49(0)671/4830-11
info@opto-system-technik.de
www.opto-system-technik.de
Distributor of SONY, SANYO, Pelco,  
Dedicated Micros and EverFocus

Video Technology

PENTAX Europe GmbH
Security Systems Division
Julius-Vosseler-Str. 104 · D-22527 Hamburg
Tel. +49(0)40/561 92-109 · Fax +49(0)40/561 92-334
ssd@pentax.de · www.pentax.de
CCTV lenses for video surveillance, image proces-
sing, accessories for CCTV lenses

Video Technology

Video Technology

PIEPER GMGH
Binnerheide 8 · D-58239 Schwerte
Tel. +49(0)2304/4701-56 · Fax +49(0)2304/4701-77
info@pieper-video.de · www.pieper-video.de
System suppliers of general and industrial video 
technology, focussing on the security and surveil-
lance sectors, as well as quality control and pro-
cess control applications.

SANYO VIDEO Vertrieb AG
An der Strusbek 31 · D-22926 Ahrensburg
Tel. +49(0)4102/4798-0 · Fax +49(0)4102/4798-10
info@sanyo-video.com · www.sanyo-video.com 
Video monitoring technology, video-over-IP, 
outdoor IR sensors, industrial video technology, 
planning, services

Video Technology

V.A.S. GmbH
Werner-Heisenberg-Str. 4 · D-63263 Neu-Isenburg
Tel. +49(0)6102/364668 · Fax +49(0)6102/364680
info@vas-gmbh.com · www.vas-gmbh.com
Intelligent video sensors (3D, direction, sensitivity), 
reliable alarms, especially outdoors, connection to 
Alert Centre

Video Technology

Verint Systems UK Ltd.
241 Brooklands Road · Weybridge, Surrey KT13 0RH · UK
Phone: +44(0)1932 - 83950 · Fax: +44(0)1932 - 839501
marketing.emea@verint.com
IP fixed & on-board CCTV solutions, reliable wireless 
video systems, IP cameras, Ethernet encoders & deco-
ders, scalable & IT friendly video management software 
& intelligent video analytics. Complete Transit Video 
Solution to enhance the security of Public Transport.

Video Technology

VIDEOR E. Hartig GmbH
Carl-Zeiss-Str. 8 · 63322 Rödermark/Germany
Tel. +49(0)6074/888-300 · Fax +49(0)6074/888-100
security@videor.com · www.videor.com
Distribution of complete product ranges for video 
security and video networking

Video Technology

Be Part of the Section

Just send a mail to 
heiko.baumgartner@wiley.com

We will be glad to advise you!

vin-videotronic infosystems gmbh
Lahnstraße 1 · D-24539 Neumünster
Tel. 04321/879-0 · Fax 04321/879-97
info@videotronic.de
www.videotronic-infosystems.de
Full-range supplier and manufacturer of innovative 
video surveillance systems

Video Technology

Vivotek Inc.
6F · No. 192 · Lien-Chen Rd.
Chung-Ho · Taipei County · Taiwan ROC
Tel. +886 2 8245-5282 · Fax +886 2 8245-5532
sales@vivotek.com · www.vivotek.com
Vivotek is a leading Provider of Network  
Cameras, Video Servers and Recording Software

Video Technology

VTQ Videotronik GmbH
Grüne Straße 2 · D-06268 Querfurt
Tel. +49 (0) 34771-5 10 · Fax +49 (0) 34771- 2 20 44
main@vtq.de · www.vtq.de
systems for digital and analogue wireless video, 
audio and data transmission, COFDM modulation, 
MPEG2 compression, directional radio systems, 
Diversity systems

Video Technology

Cichon+Stolberg GmbH
Wankelstraße 47-49, 50996 Köln
Tel. +49(0)2236/397-200 · Fax +49(0)2236/61144
info@cryptin.de  www.cryptin.de
Operational data collection, time recording,  
access control

Time + Access

deister electronic GmbH
Hermann-Bahlsen-Str. 11
D-30890 Barsinghausen
Tel. +49(0)5105/516-01 · Fax +49(0)5105/516-217
info@deister-gmbh.de · www.deister.com
access control; vehicle identification;  
biometric verification; guard tour systems;  
storing and management of keys and valuables

Time + Access

DORMA Time + Access GmbH
Mainzer Straße 36-52 · D-53179 Bonn
Tel. +49 228 8554-0 · Fax: : +49 228 8554-175
info@dorma-time-access.de
www.dorma-time-access.de
Access control, time recording, terminals

Time + Access

FEIG ELECTRONIC GMBH
Lange Straße 4 · 35781 Weilburg
Tel. +49(0)6471/3109-44 · Fax +49(0)6471/3109-99
obid@feig.de · www.feig.de
Electronic locking systems, identification, access 
control, access road control

Time + Access

Gantner Electronic GmbH
Montafonerstraße 8 · A-6780 Schruns
Tel. +43 5556 73784-542 · Fax +43 5556 73784-8000
info@gantner.com · www.gantner.com
access control solutions/biometrics,  
time management, data capture, locking systems

Time + Access
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HID Global
Michael Wanka
Sales Manager Central European Region
mwanka@hidglobal.com · www.hidglobal.com
Mobile : +49 (0) 172-1644397
Michaela Martin
Sales Manager Northern Germany
mmartin@hidglobal.com · www.hidglobal.com
Mobile: +49 (0) 172 61 79 252
Access control solutions, biometrics, RFID Technology, Smart Cards

Time + Access

Ident Technologies GmbH
Rudower Chaussee 29 · D-12489 Berlin
Tel. +49(0)30/63922568 · Fax +49(0)30/63922569
info@identtechnologies.de · www.identtechnologies.de
We create biometric Systems, to make our life 
easier – the fingerprint will be our key.

Time + Access

ISGUS GmbH
Oberdorferstr. 18–22
78054 Villingen-Schwenningen
Tel. +49(0)7720/393-0 · +49(0)7720/393-184
info@isgus.de · www.isgus.de
Operational data capture, personnel scheduling, 
time management, access control

Time + Access

LEGIC Identsystems Ltd
Binzackerstrasse 41 · CH-8620 Wetzikon
Switzerland
Phone +41 44 933 64 64 · Fax +41 44 933 64 65
www.legic.com · info@legic.com
Designer and manufacturer of 13.56 MHz 
contactless smart card technology (read/write chip 
sets, security modules and transponder chips)

Time + Access

MIDITEC Datensysteme GmbH
Anne-Conway-Str. 5 · D-28359 Bremen
Tel. +49(0)421-175 81-0
Fax +49(0)421-175 81-30
info@miditec.de · www.miditec.de
hardware and software for access control, visitor 
administration, time recording

Time + Access

PCS Systemtechnik GmbH
Pfälzer-Wald-Straße 36 · 81539 München
Tel. +49(0)89/68004-550 · Fax +49(0)89/68004-555
intus@pcs.com · www.pcs.com
time recording, access control, BDE/MDE, biometric, 
video, SAP, Infor-Baan

Time + Access

phg Peter Hengstler GmbH + Co. KG
Dauchinger Str. 12 · D-78652 Deißlingen
Tel. +49(0)7420/89-0 · Fax +49(0)7420/89-59
datentechnik@phg.de · www.phg.de
RFID components for access control, timekeeping, factory 
data collection, canteen data, leisure applications, surface-
mounted devices, flush-mounting components, biometrics, 
identification media and accessories

Time + Access

primion Technology AG
Steinbeisstraße 2-4 · D-72510 Stetten a.K.M.
Tel. +49(0)7573/952-0 · Fax +49(0)7573/92034
info@primion.de · www.primion.de
Time management, access control and  
management, staff deployment planning ,  
graphic alarm management, SAP communications 
solutions, pass and ID card production, Biometrics

Time + Access

TRAKA-KeyManagement
Leibnizstr. 3 · 53498 Bad Breisig
Tel. 02633/200 360 · Fax 02633/200 361
info@traka.de · www.traka.de
Network-based key management to satisfy the 
strictest security requirements.

Time + Access

Wanzl Metallwarenfabrik GmbH
Bubesheimer Str. 4 · 89340 Leipheim · Germany
Tel. +49(0)8221/729-6416
Fax +49(0)8221/729-90416
zutrittskontrollen@wanzl.de
www.wanzl-zutrittskontrollen.com
Personal guidance systems, barriers, security 
turnstiles, electronic entrance systems

Time + Access

Fire Protection

C-TEC (Computionics Limited)
Stephens Way, Wigan, WN3 6PH United Kingdom
Tel. +44(0)1942/403810 · Fax +44(0)1942/829867
sales@c-tec.co.uk · www.c-tec.co.uk
Fire Panels, Fire Alarm Accessories, Voice Alarm 
Systems, Fire Telephone Systems, Call Systems, 
Power Supplies

Fire Protection

detectomat GmbH
An der Strusbek 5 · D-22926 Ahrensburg
Tel. +49(0)4102/2114-60
Fax +49(0)4102/2114-670
info@detectomat.de · www.detectomat.de
Fire alarms, Fire warning systems, Fire protection, 
security systems

Fire Protection

Novar GmbH a Honeywell Company

Dieselstraße 2 · D-41469 Neuss
Tel. +49(0)2137/17-600 · Fax +49(0)2137/17-286
info@esser-systems.de · www.esser-systems.de
Fire alarm systems, security systems

Fire Protection

Hekatron Vertriebs GmbH
Brühlmatten 9 · 79295 Sulzburg
Tel. +49(0)7634/500-0 · Fax +49(0)7634/6419
info@hekatron.de · www.hekatron.de
Fire alarm systems, Smoke switch systems,  
Smoke alarms, Safety linkage systems

Kidde Brand- und Explosionsschutz GmbH
Harkortstraße 3 · 40880 Ratingen
Tel. +49/(0)2102/5790-0 · Fax +49/(0)2102/5790-109
info@kidde.de · www.kidde.de
Fire detection and extinguishing technology ·  
high sensitive smoke detection · fire protection  
systems for server cabinets and IT rooms ·  
explosion suppression systems 

Fire Protection

Notifier Sicherheitssysteme GmbH
Berliner Str. 91 · D-40880 Ratingen
Tel. +49(0)2102/70069-0 · Fax +49(0)2102/70069-44
info@notifier.de · www.notifier.de
fire alarm systems, early fire detection

Fire Protection

Teckentrup GmbH & Co.KG
Tel. +49 (0) 5246/504-0
Fax +49 (0) 5246/504-30
www.teckentrup.biz · info@teckentrup.biz
Safety doors, fire protection doors, noise control 
doors, smoke protection doors, fire protection gates

Fire Protection



 BusinessPartner
The Purchasing Section for direct contactG

IT  BusinessPartner
The Purchasing Section for direct contactG

IT  BusinessPartner
The Purchasing Section for direct contactG

IT

Bu
si

n
es

sP
a

rt
n

er
 o

n 
th

e 
W

eb
: w

w
w

.p
ro

-4
-p

ro
.c

om
/s

ic
he

rh
ei

t

56� GIT Security + Management 2/2009

Borchardt Luftfrachtspedition GmbH
Fasanenweg 7c · D-65451 Kelsterbach
Tel. +49(0)6107/96776-0 · Fax +49(0)6107/96776-20
info@borchardt-luftfracht.de
Your Partner for dangerous goods handling:  
Import – Export – Transport – Storage

Hazardous Goods

DÜPERTHAL Sicherheitstechnik GmbH & Co. KG
Mainparkstr. 6-10 · 63801 Kleinostheim
Tel. 0 60 27 / 403-0 · Fax 0 60 27 / 403-121
info@dueperthal.com · www.dueperthal.com
Fire protection rooms, hazardous materials storage, 
safety cabinets, environmental safety, fire protection

Hazardous Goods

Köttermann GmbH & Co KG
Industriestr. 2-10 · 31311 Uetze/Hänigsen
Tel. +49(0)5147/976-0 · Fax +49(0)5147/976-844
systemlabor@koettermann.de
www.koettermann.com
Hood equipment, laboratory furnishings, media 
connections (supply and disposal)

Hazardous Goods

Euchner GmbH + Co.
Kohlhammerstraße 16 
D-70771 Leinfelden-Echterdingen
Tel. +49(0)711/7597-0 · Fax +49(0)711/753316
www.euchner.de · info@euchner.de
Automation, safe and secure operation of machines, 
safety systems

Plant Safety

Pepperl+Fuchs GmbH
Lilienthalstraße 200 · 68307 Mannheim
Tel. 0621/776-1111 · Fax 0621/776-27-1111
fa-info@de.pepperl-fuchs.com
www.pepperl-fuchs.com
Security sensors, inductive, capacitive, opto-
electronic and ultrasonic sensors, vision sensors, 
identification systems, interface modules

Plant Safety

Sick AG
Erwin-Sick-Str. 1 · D-79183 Waldkirch
Tel. +49 7681 202-0 · Fax +49 7681 202-3863
Vertriebszentrale Deutschland
Willstätterstr. 30 · 40549 Düsseldorf
Tel. +49 211 5301-0 · Fax +49 211 5301-100
info@sick.de · www.sick.com
Industrial Sensors, Industrial Safety Systems,  
Auto Ident, Analyzers and Process Instrumentation.

Plant Safety

Wagner Group GmbH
Schleswigstraße 1-5 · 30853 Langenhagen
Tel. +49(0)511/97383-0 · Fax +49(0)511/97383-140
info@wagner.de · www.wagner.de

Hamburg · Berlin · Leipzig · Hannover
Mülheim/R. · Frankfurt · Stuttgart · München 
Fire alarm systems and extinguishing technology, 
fire prevention, integral security

Fire Protection

Evac+Chair International Ltd
Paraid House, Weston Lane, 
Birmingham B11 3RS, UK
Tel +44 (0)121-706-6744
Fax +44 (0) 121-706-6746
info@evacchair.co.uk · www.evacchair.co.uk
Info: +49 (0) 6238/984 6810
Evac+Chair Training Solutions

Industrial Safety

W+R GmbH	 Friedrich Seiz GmbH
72555 Metzingen	 72555 Metzingen
Tel.+49 (0)7123/9674-0	 Tel. +49 (0)7123/1704-0
info@glove.de	 info@seiz.de
www.glove.to	 www.seiz.de
Personal safety equipment, development and  
production of protective working gloves
Comprehensive leasing service, high-quality  
cut-proof and heat-proof gloves

Industrial Safety
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To see the latest in the i-Pro range including 
the WJ-ND400 Network Video Recorder, visit 
the Panasonic stand C10 in Hall 5 

THE NEXT GENERATION OF SECURITY 
SYSTEMS HAS ARRIVED

SCIENCE WITHOUT THE FICTION...
PANASONIC I-PRO SECURITY SYSTEMS.

The Panasonic i-pro range has mastered the latest IP technology to create a truly futuristic security system - from cameras to software, 
encoders to recorders. It keeps the invasion of intruders, multiple cables and high maintenance at bay, dramatically reducing the cost of 
ownership. And because we have universal expertise in this less-charted territory, we can give the best possible advice - not just 
peace of mind. 

For more information about the i-pro range, call +44 (0)1344 853940  
or visit pss.panasonic.eu


